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Coneprxanue

ITosscHuTEeIbHAS 3aITUCKA.

TumnoBbie KOHTPOJILHBIC 3aJIJaHUS WJIM UHBIE MaTepUaIbl JIJI OIICHKH 3HAHWUN, YMEHUH, HABBIKOB ¥ (WJIH)
OTIbITA AEATENBHOCTH, XapaKTEPU3YIOUINX YPOBEHb CPOPMUPOBAHHOCTH KOMIETECHIIUH.

MeTtoanueckue MaTepualbl, ONPEICISIONINe MPOIEeIyPy U KPUTEPHH OIEHUBAHMS CPOPMUPOBAHHOCTH
KOMIIETEHIIMH IIpU ITPOBEACHUH IIPOMEXKYTOYHOM aTTECTALMH.



1. [TogcHuuTENbLHAA 3ANMACKA

Ilenp nmpomeXyTOUHOM aTrTecTaluy — OLEHMBAHUE ITPOMEXKYTOUHBIX M OKOHYATEIbHBIX PE3YJbTaTOB
o0ydyeHHs 10 JAUCLUUIUIMHE, OOECHeYMBAIOIIUX JOCTWKEHUE IUJIaHUPYEMbIX pPE3yJIbTaTOB OCBOCHHUS
00pa30BaTeIbHON IPOTrPAMMBI.

®opMbl pOMeKyTOUHOM atTectanuu: 1,2,3,4,5 cemecTpsl - 3a4eT, 6 cCeMecTp - IK3aMEH

HepequL KOMHGTGHHHﬁ, q)OpMI/IpyeMBIX B IIpOLECCC OCBOCHUA NTUCHUIIIINHBI

KOJI 1 HAUMCHOBAHUC KOMIICTCHIIU U

Kon mHnukaTopa JOCTHKEHUS
KOMITETECHIINN

YK-4 CriocobGeH oCynecTBIsTh JAEIOBYI0 KOMMYHHKAIMIO B YCTHOW ¥ MUCbMEHHOU
(hopMmax Ha rocymapcTBeHHOM s3b1ke Poccuiickoit denepanmu 1 nHOCTPaHHOM(BIX)

SI3BIKE(aX)

VK-4.3
YK-4.4

PesynbTaThl 00yueHus Mo AUCHUILTUHE, COOTHECEHHBIE C TUIAHUPYEMBIMH
pe3yabpTaTaMu OCBOCHHSI 00pa30BaTEIbHON IPOTPAMMBI

Kon 1 HanmeHOBaHNE HHANKATOPa Pe3ynbraThl 00y4YeHHs 10 AUCLMILUINHE Or1eHOYHBIE
JIOCTHKECHUS KOMITETCHIHN Marepuabl
1 cemectp
YK-4.3 [IpumMeHsieT COBpEeMEHHBIE OO0yyJarontuiics 3HaeT: aKaJeMUIECKYIO JIGKCUKY U Jlexcuko-
KOMMYHUKATUBHBIE TEXHOJIOTUH IS 0a30BbIe rPaMMaTHYECKUE MOJISITH Ha HHOCTPAHHOM rpaMMaTHYSCKHH
aKaJeMHUYECKOT0 B3aUMOJICHCTBUS Ha S3BIKE (110 COOTBETCTBYIOIINM pa3jiesiaM JUCHUILIAHEL). | TecT Ne 1
MHOCTPaHHOM(BIX) SI3bIKE(aX) (Bompocs! 1-12)
OOyuyaronuiics: yMeeT: CTpOUTH JHAIOTHUECKHE CobecenoBanue

BBICKA3bIBAHUSA U MOHOJIOTMYECKUE COOOIIEHNS Ha
aKaJgeMUICCKHE TeMbI (10 COOTBETCTBYIOIIMM Pa3ieiaM
JIMCITUTUTAHEI).

(mepeueHs TeM H
BorpocoB Ne 1.1)

OOyu4arontuiics BIajeeT: HaBBIKAMHU YTCHUS, IOHUMAHU
U TIEpEeBOJIa ayTCHTHYHBIX TCKCTOB HA HHOCTPAHHOM
SI3BIKE; CTIOCOOCH U3BIICKATh HEOOXOIUMYIO TEKCTOBYIO
nH(pOpMaIHNIO, aHATU3UPOBATh U 00001IaTh €€ B LeNsX
aKaJIEeMUYEeCKOTO B3aUMOJICHCTBUS B YCTHOM U
MMMCbMEHHON (hopMax.

Bamanmsa Ne 1.2, 1.3

VK-4.4 TIpumensieT COBpeMEHHbIE OO0yuarontuiics 3HaeT: MPoECCHOHATBHYIO JIEKCUKY U Jlexcuko-
KOMMYHUKATUBHBIE TEXHOJIOTUH IJISI TEPMUHOJIOTHIO, @ TaKXkKe 0Aa30BYI0 IPAMMATHUKY rpaMMaTHYSCKHH
npo(eCCHOHABHOI0 B3aUMOJCHCTBHUS HA | MHOCTPAHHOTO si3bIKa (110 COOTBETCTBYIOLIMM pazfenaM | TecT Ne 1
MHOCTPaHHOM(BIX) SI3bIKE(aX) JIMCLUILIIMHBL). (Bompocsl 13-25)
OOyuyaronuiics: yMeeT: CTpOUTh JHAIOTHUECKHE [penBapurensHO
BBICKa3bIBaHHS ¥ MOHOJIOTUYECKHE COOOIEHNUS Ha TIO/ITOTOBJICHHOE
npodeccroHanbHble TeMBI (TI0 COOTBETCTBY LM COOOILEHHE WK
pazzernam JUCUUIUIHHBL). Npe3eHTALHS
(mepeueHs TEM
Ne 1.4)

OOyyJaronIuiics BiIajeeT: HaBBIKAMHU YTCHUS, IOHUMAHUS
1 NEpeBOJa ayTCHTUYHBIX TCKCTOB HAa NHOCTPAHHOM
SI3bIKE, CIIOCOOEH M3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO
“H(pOPMAIINIO, AaHATU3UPOBATH M 0000IATh €€ B IMEIAX
npoeccuoHAIEHOTO B3aUMOICHCTBUS B YCTHON U
MTUCHbMEHHOU (hopMax.

3ananne Ne 1.5

Kon n HanmeHOBaHNE HHANKATOPA PesynbraThl 00y4YeHUs 110 JUCLUILUINHE OreHOYHbIE
JIOCTHKECHUS] KOMITETCHINN MaTepuasl
2 ceMecTp
VK-4.3 [IpuMeHseT COBpEMEHHEBIE OOyuaronuiics 3HaeT: aKaJIeMHYECKYIO JEKCUKY 1 Jlexcuko-
KOMMYHHUKATHBHbIE TEXHOJIOTHH IS 0a30BBIC rpaMMaTHYECKHE MOJIENTH HAa HHOCTPAHHOM rpaMMaTH4ecKui
aKaJIEMUYECKOT0 B3aUMOJECICTBUS HA sI3BIKE (TI0 COOTBETCTBYIOIIUM pa3ziesiaM JUCHUIUIMHEI). | TecT Ne 2
WHOCTPaHHOM(BIX) sI3bIKE(aX). (Bompocst 1-12)
OOydJaronIiiicss yMeeT: CTPOUTh JHaIOTHIeCKIe CobecenoBanne

BBICKA3bIBaAaHUA 1 MOHOJIOTHUYCCKUEC COO6H.ICHI/IH Ha
AKaICMHNYCCKHEC TEMbI (HO COOTBETCTBYIOLIUM pa3acjaM

(mepedyeHn TeM U
BorpocoB Ne 2.1)




JIMCITUTUIMHEI).

OOyuaroHiics BIajeeT: HaBbIKAMH YTCHHUSI, TOHUMAaHHS
W MepeBo/ia Ay TeHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOEH U3BJIEKATh HEOOXOAUMYIO TEKCTOBYIO
WHPOPMALINIO, aHATH3UPOBATH H 0000IIATh €€ B IEIsIX
aKaJIEeMUYeCKOT0 B3aUMOJICHCTBUS B YCTHOM U
MUCHbMEHHOU (hopMax.

Bamanus Ne 2.2, 2.3

YK-4.4 [IpuMeHsieT COBpEMEHHBIC
KOMMYHUKATHUBHBIC TCXHOJIOTUU IJIA
po¢eCCHOHATBHOTO B3aNMO/ICHCTBHS Ha
WHOCTPaHHOM(BIX) SI3BIKE(aX).

OO0yuaromuiics 3HaeT: MPoGECCHOHATBHYIO ICKCUKY U Jlekcuko-
TEPMHHOJIOTHIO, & TaKXKe 0a30BYI0 TPAMMATHUKY rpaMMaTHIEeCKHA
WHOCTPAHHOTO SA3BIKa (TI0 COOTBETCTBYIOMNM pazfenaMm | tecT Ne 2
JIMCITUTUIAHEI). (Bompocs! 13-25)
OO0y4YarOIIHIACS YMEET: CTPOUTh JHATIOTHICCKHE [penBaputenbHO
BBICKa3bIBaHHs 1 MOHOJIOTHYECKUE COOOLICHUS Ha TIO/JITOTOBJICHHOE
npodeccroHanbHble TeMBI (TI0 COOTBETCTBY LM COOOILEHNE HITH
paszenam JUCLHIUIAHBI). Mpe3CHTAIHS
(mepedeHp TeM
Ne 2.4)

OOyyJarontuiics BIaJeeT: HaBBIKAMU YTCHUS, IOHUMAHUS
U MEPEeBO/ia Ay TCHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE, CIIOCOOEH M3BJIEKATh HEOOXOJMMYIO TEKCTOBYIO
WH(POPMALIUIO, aHATH3UPOBATh H 0000IIATh €€ B IEIISIX
poheCCHOHAIBHOIO B3aUMOICHCTBHSI B YCTHOU U
MUCHbMEHHOHU (hopMax.

3amanne Ne 2.5

Kon 1 HanmeHOBaHNE HHANKATOPa Pe3ynbraThl 00y4YeHus 10 AUCLUILUINHE Or1eHOYHbIE
JIOCTHKECHUS KOMITETCHIMN MaTrepuabl
3 cemectp
VYK-4.3 [IpuMeHsieT COBpEMEHHBIC OO0yyJaronuiics 3HaeT: akaJeMUIECKYIO JIGKCUKY U Jlexcuko-
KOMMYHUKATHBHBIE TEXHOJIOTUH IJISI 0a30BbIe rPaMMaTHYECKUE MOJISITH Ha HHOCTPAHHOM rpaMMaTHYeCKHH
aKaJeMHYECKOT0 B3aUMOJICHCTBUS Ha S3bIKE (110 COOTBETCTBYIOIINM pPa3ziesiaM AUCIUIUINHEL). | TecT Ne 3
MHOCTPaHHOM(BIX) sI3bIKE(aX). (Bompocs! 1-12)
OOyuyaronuiics: yMeeT: CTpOUTH JHAIOTHUECKHE CobecenoBanue

BBICKA3bIBAHUSA U MOHOJIOTHYECKUE COOOIIEHNS Ha
aKaJgeMUICCKHE TeMbI (110 COOTBETCTBYIOIIMM Pa3ieiaM
JIMCITUTUTAHEI).

(mepeueHs TeM H
BorpocoB Ne 3.1)

OOyuarontuiics BIajeeT: HaBBIKAMHU YTCHHUS, IOHUMAHU
U TIEpEeBOJIa ayTCHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
SI3BIKE; CTIOCOOCH U3BIICKATh HEOOXOIUMYIO TEKCTOBYIO
nH(pOpMaINIO, aHATU3UPOBATh U 00001IaTh €€ B LIeNIsX
aKaJIEeMUYEeCKOTO B3aUMOJICHCTBUS B YCTHOU U
MMMCbMEHHON (hopMax.

Bamanmsa Ne 3.2, 3.3

VK-4.4 TIpumensieT COBpeMEHHbIE
KOMMYHUKATHBHBIE TEXHOJIOTUH IS
npo(heCcCHOHABHOI0 B3aUMOICHCTBHS Ha
MHOCTPaHHOM(BIX) sI3bIKE(aX).

OO0yuarontuiics 3HaeT: MPopECCHOHATBHYIO JIEKCUKY U Jlexcuko-
TEPMUHOJIOTHIO, @ TaKXkKe 0A30BYI0 IPAMMATHUKY rpaMMaTHYCSCKHH
MHOCTPAHHOTO si3bIKa (TT0 COOTBETCTBYIOIIMM pazfenaM | TecT Ne 3
JIICLUILIIMHBL). (Bompocsl 13-25)
OOyuaronuiicst yMeeT: CTpOUTH JHAIOTHUECKHe [penBapurensHO
BBICKa3bIBaHHS ¥ MOHOJIOTHYECKHE COOOIEHNUS Ha HOATOTOBJICHHOE
npodeccroHanbHble TeMBI (TI0 COOTBETCTBY LM coobuieHue,
pazzernam JUCUUIUIHHBL). Npe3eHTALHS
(mepedueHs TEM
Ne 3.4)

OOyyJaronIuiics BiIaJceT: HaBBIKAMHU YTCHUS, IOHUMAHUS
1 NEpeBOJa ayTCHTUYHBIX TCKCTOB HAa NHOCTPAHHOM
SI3bIKE, CIIOCOOEH N3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO
nH(pOPMAIIHIO, AaHATU3UPOBATH M 0000IATh €€ B IMEIAX
npoeccruoHAIEHOTO B3aUMOICHCTBUS B YCTHON U
MTUCHbMEHHOU (hopMax.

3ananne Ne 3.5

Kox n HanmeHOBaHNE HHANKATOPA PesynbraThl 00y4YeHUs 110 JUCLUILUINHE OreHOYHbIE
JIOCTHKECHUS] KOMITETCHINN MaTepuasl
4 cemectp
VK-4.3 [IpuMeHseT COBpEMEHHEBIE OOyuaronuiics 3HaeT: akaJIeMHYECKYIO JEKCUKY 1 Jlexcuko-
KOMMYHHUKATHBHBIE TEXHOJIOTHH ISt 0a30BBIC rpaMMaTHYECKHE MOJIENTH HAa HHOCTPAHHOM rpaMMaTH4ecKui
aKaJIEMUYECKOT0 B3aUMOJECICTBUS HA sI3BIKE (TI0 COOTBETCTBYIOIIUM pa3ziesiaM JUCHUIUIMHEI). | TecT Ne 4
MHOCTPaHHOM(BIX) sI3bIKE(aX). (Bompocs! 1-12)
OO0yYaroNINiiCs YMEET: CTPOUTD TUAIOTHUECKUE CobecenmoBanue




BBICKA3bIBAHUSA U MOHOJIOTHYECKUE COOOIIEHNS Ha
aKaZeMHU9IeCKHe TeMbI (II0 COOTBETCTBYIOIINM pa3/ieiIaM
JIMCITUTUIMHEI).

(mepeueHb TEM H
BorpocoB Ne 4.1)

OOyyJarontuiics BIaJeeT: HaBBIKAMU YTCHUS, IOHUMAHUS
U MEPEBO/Ia Ay TCHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOCH U3BJICKATh HEOOXOIUMYIO TEKCTOBYIO
HH(POPMALIUIO, aHATH3UPOBATH H 0000IIATh €€ B IEISIX
aKaJIeMUYECKOT0 B3aUMOJIEICTBUS B YCTHOU U
MUCHbMEHHOHU (hopMax.

3ananus Ne 4.2, 4.3

VK-4.4 [IpuMeHsieT COBpEMEHHBIC
KOMMYHHKAaTUBHBIE TEXHOJIOTUH IJIS
npodeccCHOHANBEHOTO B3aNMOAEHCTBHS Ha
HHOCTpaHHOM(BIX) S3BIKe(aX).

OO0yuarontuiicst 3HaeT: MPoPECCHOHATBHYIO JIEKCUKY U Jlexcuko-
TEPMHUHOJIOTHIO, & TAKXKE 0a30BYI0 TPAMMATHUKY rpaMMaTHYeCKUit
WHOCTPAHHOTO sI3bIKa (T10 COOTBETCTBYIOLINM pa3zienaM | TecT Ne 4
JIACITUTUTAHEI). (Bompocsl 13-25)
OOyuaronuiicsi yMeeT: CTPOUTH JHAIOTHUECKHE [penBapurensHO
BBICKa3bIBaHHsI U MOHOJIOTMYECKHE COOOIICHHs Ha TIO/ITOTOBJICHHOE
podeCCHOHATIBHBIE TEMBI (ITI0 COOTBETCTBYIOIINM COOOIIICHNE WIH
paszenam JUCILHIUIAHBI). Tpe3eHTalys
(mepeueHb TEM
Ne 4.4)

OOyuaronuiics BjiaJieeT: HaBbIKaMH YTCHHUSI, IOHUMaHHS
U TIepeBo/ia Ay TEHTHYHBIX TEKCTOB HA HHOCTPAaHHOM
SI3bIKE, CIIOCOOEH M3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO
nH(pOpMaIHIO, aHAJTU3UPOBATh U 00001IaTh €€ B LeNIsX
po¢eCCHOHATBPHOTO B3aNMOACHCTBISI B yCTHOU U
MMMCbMEHHON (hopMax.

3amanue Ne 4.5

Kon n HaumeHOBaHUE HHIUKATOpA PesynbraTel 00yueHUs 110 AUCLUIUINHE OrneHo4HBIE
JTOCTIDKEHUS] KOMIICTSHITHH MaTepHabl
5 cemecTp
YK-4.3 [IpumeHsieT COBpeMEHHbIE OOydJaroniics 3HAeT: aKaJeMHICCKYIO JICKCUKY U Jlexcuko-
KOMMYHHUKATHBHbIE TEXHOJOTHH IS 0a30Bble rpaMMaTHYECKHE MOJIENTH HA HHOCTPAaHHOM rpaMMaTH4ecKuit
aKaJieMUYeCKOT0 B3aMOAEUCTBHS Ha s13bIKe (10 COOTBETCTBYOLIMM pa3zeiaM ITUCHUILIMHEL). | TecT Ne 4

HHOCTPaHHOM(BIX) sI3bIKE(axX).

(Bompocsr 1-12)

OOyJaroUIuiicss yMeeT: CTPOUTDH JHATOTHICCKIEC
BBICKA3bIBAHMS U MOHOJIOTMYECKHE COOOILEHHS Ha
aKaJeMUICCKHUE TEeMBI (TI0 COOTBETCTBYIOIIMM Pa3ieiaM
JTUCIHATUIAHBI).

CobecenoBanue
(mepeyeHs TEM H
BorpocoB Ne 5.1)

OOyuarouiics BIajeeT: HaBbIKAMH YTCHHUSI, TOHUMAaHHS
nu HepeBoI_[a ayTeHTI/I‘[HBIX TCKCTOB Ha I/IHOCTpaHHOM
SI3BIKE; CIIOCOOEH U3BJIEKATh HEOOXOAUMYIO TEKCTOBYIO
WHPOPMAIINIO, AaHATH3UPOBATH U 0000IIATh €€ B IEIIX
aKaJeMUICCKOTO B3aUMOICHUCTBUS B YCTHOW U
MMUCHbMEHHOU (hopMax.

Bamanus Ne 5.2, 5.3

VK-4.4 [IpumeHsieT COBpeMEHHBIE
KOMMYHUKATHUBHBIC TCXHOJIOTUU IJIA
po¢eCCHOHAIBHOTO B3aNMO/ICHCTBHA Ha
MHOCTPaHHOM(BIX) SI3BIKE(aX).

OO0yuaromuiics 3HaeT: MPoGECCHOHATBHYIO JIEKCUKY U
TEPMHUHOJIOTHIO, & TAKXKE 0a30BYI0 TPAMMATHKY
HMHOCTPAHHOTO s13bIKa (10 COOTBETCTBYIOIIMM pa3jienam
JACITUTUTAHBI ).

IIpenBapurensHO
HOATOTOBJIEHHOE
COOOIIEHNE NITH
TIpe3eHTaIys
(mepeueHb TEM
Ne 5.4)

OOydJaroNUiics yMEET: CTPOUTD JHATOTHYCCKIE
BBICKAa3bIBAHUS 1 MOHOJIOTHYCCKUE COOOIICHHSI Ha
podeccroHaIbHBIE TEMBI (IT0 COOTBETCTBYIOIINM
paszienaM JUCIHILIUHBI).

IIpakTuueckoe
3agaHue Ne 1

OOyuaromuiics BIaaeeT: HABbIKAMH YTCHUS, TOHUMAHHS
W MePEeBO/ia Ay TCHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE, CIIOCOOCH M3BJICKATh HEOOXOMMYIO TEKCTOBYIO
HH(POPMAIINIO, aHATH3UPOBATh H 0000IIATh €¢ B IEIIX
Mpo¢heCCUOHATBPHOTO B3aUMOICHCTBHSI B YCTHOU U
MUCHbMEHHOU (hopMax.

Bamanne Ne 5.5

Kon 1 HanmeHOBaHNE HHANKATOpa Pe3ynbraThl 00y4eHus 10 AUCIUILUINHE OreHOYHbIE
JIOCTMD)KEHUS] KOMIIETEHINH MaTepHuabl
6 cemecTp
YK-4.3 [IpumMeHsieT COBpEMEHHBIC OOyuaronMiics 3HAET: aKaJEMHIECKYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKATUBHBIE TEXHOJIOTHHU JIS 0a30BbIC rpaMMaTHYECKHUE MOJIEITH HA HHOCTPAHHOM rpaMMaTHYECKUH
aKaJIEMHYECKOTO B3aNMO/ICHCTBISI HA sI3bIKE (TI0 COOTBETCTBYIONIMM pa3feiaM IUCIUILINHEL). | TecT Ne 6




WHOCTPaHHOM(BIX) sI3bIKE(aX).

(Bompocst 1-12)

OOydJaronIiiicss yMeeT: CTPOUThH JHaIOTHIeCKIe
BBICKa3bIBaHHS 1 MOHOJIOTHYECKUE COOOLIECHHS Ha
aKaJeMHUYECKUE TeMbI (II0 COOTBETCTBYIOILUM pa3esiaM
JIMCITUTUTAHEI).

CobecenoBanne
(mepedyeHn TeM U
BorpocoB Ne 6.1)

O6yqalo1unﬁca BJIaACCT. HABbIKAMH YTCHUS, IOHUMAaHUA

Bamanusa Ne 6.2, 6.3

U TIEPEBO/Ia ayTEHTHYHBIX TEKCTOB HA HHOCTPAHHOM
SI3BIKE; CIIOCOOEH M3BJICKATh HEOOXOAUMYIO TEKCTOBYIO
nH(poOpMaInIo, aHAJIM3UPOBATh U 00001IATh €€ B LIEJIsX
aKaJIEMUYECKOTO B3aUMOJICHCTBUS B YCTHOU U
MMCbMEHHOH (hopMax.

VK-4.4 [IpuMeHseT COBpEMEHHEBIE OO0yuaronuiicsi 3HaeT: Npo(ecCHOHANBHYIO JIEKCUKY U Jlexcuko-
KOMMYHHUKAaTHBHBIE TEXHOJIOTHH IS TEPMHUHOJIOTHIO, a TAKXKe 0a30BYI0 TPAMMATHKY rpaMMaTH4ecKui
npodeccroHaNnbHOro B3aMMOICHCTBUS HA | WHOCTPAHHOTO s3bIKa (10 COOTBETCTBYIOLIMM pas3zienaM | TecT Ne 6
WHOCTPaHHOM(BIX) sI3bIKE(aX). JIUCIUIUIMHBI). (Bompocsl 13-25)
OOyuaronuiicst yMeeT: CTPOUTH JHAIOTHUECKHE [IpenBaputensHO
BBICKA3bIBaHHS M MOHOJOTHYECKHE COOOICHNUS Ha TIOJrOTOBJIEHHOE
npodeccroHanbHbIE TEMBI (II0 COOTBETCTBYFOIIMM COOOIICHNE WITN
paszenam JUCLUIUIAHBI). TIpe3eHTaIHs
(epeueHs TeM
Ne 6.4)

OO0yyaromuiics BIaaeeT: HaBBIKAMHU YTCHHUS, MOHMMaHus | 3amganue Ne 6.5
1 NEPEeBOJIa ayTCHTUYHBIX TCKCTOB HAa NHOCTPAHHOM
SI3BIKE, CTIOCOOEH M3BJIEKATh HEOOXOIMMYIO TEKCTOBYIO
WHPOPMALINIO, AaHATH3UPOBATh U 0000IIATh €€ B IEIIX
podeCcCHOHANBEHOTO B3aNMOJICHCTBHS B YCTHOM 1

IIMCBMEHHOHU (opMax.

[IpomesxyTouHas arTecTanus (9K3aMeH) MPOBOAMUTCS B OAHOM U3 CIEAYIONX GOopM:
1) oTBeT Ha OWiIeT, COCTOSAIIMN 13 TEOPETHUECKUX BOIPOCOB U MPAKTUYECKUX 3a/1aHUil;
2) BemonHenue 3aaanuii B OMOC CamI'VIIC.

[IpomesxyTouHas aTTecTanus (3a4eT) IPOBOJUTCS B OJJHON M3 CIEAYIOMUX (HopM:
1) cobecenoBanue;
2) BemonHenue 3aaanuii B OMOC CamI'VIIC.

2. Tunosbie' KOHTPOJIBHBIE 321AHHS HJIH HHbIE MATEPUAJBI I OLEHKH 3HAHMI, YMEHMId,
HABBIKOB M (WJIM) ONBITA JeATeJbHOCTH, XapaKTePU3YIOIIHUX YPOBeHb C(hpOPMHUPOBAHHOCTH KOMIIeTeHIHIA

2.1 TunoBblie BONPOCHI (TECTOBBIE 3aJaHN) VIS OLIEHKH 3HAHNEBOr0 00pa30BaTeJIbHOIO
pe3yabTarta

[TpoBepsiembIil 00pa3oBaTenbHBIN pe3ynbTaT (1 cemecTp):
Ko/ 1 HauMeHOBaHHE WHANKATOPA
JIOCTH)KCHHSI KOMIIETCHIIUH
VYK-4.3 [IpumeHsieT COBpeMEHHBIC

KOMMYHHKATHBHBIC TEXHOJIOTHI

TS AaKaJIEMHYECKOTO
B3aMMOJCHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKE(aX).
Tpumepul sonpocos/z3adanuii

OO6pa3oBaTenbHbIA pe3ynbTaT

OOyyJarontuiicst 3HaeT: akaJeMIIECKYIO JIGKCHKY W 0a30BbIe TPaMMAaTHIECKHE MOJICITH Ha
MHOCTPAHHOM $3bIKe (T10 COOTBETCTBYIOIIMM pa3feiaM JUCIUIUIHHBL).

Test Ne 1 (Bonpocsr 1-12)

1. The computer  data, i.e. performs specific mathematical and logical operations on the data.
a) processes b) stores ¢) calculates d) outputs

2. Is software a set of application programs installed on the computer?
a) No, itisn't. b) Yes, they are. c) Yes, itis.

3. Anerror code willbe  if any invalid information has been entered.
a) displayed b) determined c¢) deleted

d) No, it doesn't.

d) developed

! HpI/IBO}]ﬂTCH TUIIOBBIC BOIIPOCHI M 3aJlaHuA. OI.ICHO'—IHI)IC CpeacTBa, MPEAHA3HAYCHHBIC I MNPOBEACHUA aTTECTALMOHHOI'O

MEpONPUATHSL, XpaHITCs Ha Kadenpe B AOCTATOYHOM JJIsl TPOBEJICHUS] OLEHOYHBIX MPOLEAYp KOJIM4YecTBe BapuaHTOB. OlEHOYHBIE
CpeAcTBa MOAJIEKAT aKTyalH3alUH C YY4ETOM DPAa3BHUTHs HayKH, 0oOpa3oBaHHA, KyJNbTYpbl, S5KOHOMHKH, TEXHUKH, TEXHOJOTHH H
conuanbHON cepbl. OTBETCTBEHHOCTH 32 HEPACIPOCTPAHEHHE COAEPKAHUS OIIEHOYHBIX CPEACTB CPeH 00YJAIOIINXCSl YHUBEPCUTETA
HecyT 3aBelylomuni kadeapoi u npenogaBarels — pa3paboTUNK OLEHOUHBIX CPEJICTB.



4. According to Sun Microsystems' estimation, more than 700,000 developers using Java technology today.
a) there are b) thereis c¢) there were d) there was

5. Ioobepume cnoga, nooxoosuue no KOHMEKCMY.

convert  attached determined access  predictions accept
a) The copies of the documents are _ to the e-mail.
b) Ican't  my Yahoo email because someone has changed my password.
¢) To digitize means to ___ information into a digital form.
d) Itis too early to make any precise __ about the results of the experiment.
e) Before installing the program, the user must __ the terms of the license agreement.
f) The programmer has quickly  the cause of the system crash.

VYK-4.4 IIpumensier copemenHsie | OOydaromuiics 3HaeT: IpoQecCHOHANBHYIO IEKCUKY U TEPMHHOIIOTHIO, a TaKkKe 0a30BYIO
KOMMYHHKATUBHBIE TEXHOJIOTUH rpaMMaTHKy HHOCTPaHHOTO Si3bIKa (TI0 COOTBETCTBYIOIIMM pa3feiaM JUCLUILIHHBL).

1015t PO ECCHOHATBHOTO
B3aMMOJICHCTBHS Ha
MHOCTPaHHOM(BIX) sI3bIKe(aX).

Tpumepwl sonpocos/3adanuii
Test Ne 1 (Bompocsl 13-25)

13. The term "softcopy" refers to . (Choose all that apply)
a) information displayed on a monitor screen
b) sound produced by a speaker
¢) text documents stored on the flash drive
d) handwritten reports and essays
14. The most important hardware component is a tiny integrated circuit called the .
a) Central Processing Unit  ¢) CRU
b) Central Processed Unit d) Center Process Unit
15. The physical parts of the computer system, which you can't see and touch, are called hardware.
a) TRUE ©b) FALSE

16. _ makes it easier for the user to control the computer.

a) advanced features c) proprietary operating system

b) rechargeable battery d) an operating system with a graphical user interface
17. Programmable computers differ greatly in their . (Choose all that apply)

a) processing power ¢) memory capacity

b) performance d) physical size

[TpoBepsiembIit 00pa3oBaTEIBHBIN PE3yIbTaT (2 ceMecTp):

KO,H 1 HAUMCHOBAHUE UHAMWKATOPA O6pa3OBaTeHLHLIﬁ peE3yabTaT
JOCTHXKCHUSA KOMIICTCHIITMHN

YK-4.3 TIpumensier coBpeMenHbie | OOy4aronuiics 3HaeT: aKaJeMUIECKYIO JIEKCHKY M 0a30BbIe IpaMMaTH4YeCKUe MOZCIIH Ha
KOMMYHHUKaTHBHBIC TEXHOIOTHUH WHOCTPAHHOM S3bIKE (TT0 COOTBETCTBYIOLINM pa3/ieiaM JUCLHUIIHHBI).

JUTSL aKaZIEMHUYECKOTO
B3aMMOJEHCTBHS Ha
MHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepor 6onpocos/3adanuti
Test Ne 2 (Bonpocsbi 1-12)

1. Alldatainthe RAMis _ when a computer is restarted or turned off.
a) rewritten b) deleted c) stored d) converted
2. Hanuwume Kpamkuii omeem Ha o6wuti 0npoc.
Does the PSU receive direct current from an external source, and convert it into the alternating current?

3. All components of a computer ___electricity to operate.

a) replace b) prevent c) require d) respond
4. RAM holds data while your PC ___it, but loses this data when the power is switched off.

a) isprocessing b) processes c¢) will process d) has processed
5. Iloobepume cnosa, nooxoosauue no KOHMeKCmy.

respond  reliability assess capacity = considerable = generate
a) If your tablet has a frozen screen and doesn't ___ to touch, you need to restart the device.
b) Semiconductor integrated circuits helped to improve the  of electronic devices.
¢) There are various utilities used to ____ the performance of the CPU.
d) In 1986, the most high-end hard disk drives had only 40 MBin .
e) The overheating can cause  damage to the internal components of the computer.
f) The faster disks consume more power, make more noise, and ___ more heat.

VYK-4.4 IIpumensier coBpemenHsie | OOydarommiics 3HaeT: IpoPeCcCHOHANBHYIO JIEKCUKY U TEPMHHOJIOTHIO, a TaK)Ke 0a30BYIO
KOMMYHHUKATHBHBIC TEXHOJIOTHH TrpaMMaTHKy HHOCTPAHHOTO si3bIKa (110 COOTBETCTBYIONIMM pa3jieiaM JUCIUILTHHEI).




JUIs TPO(eCCHOHATIBHOTO
B3aMMOJICHCTBHA Ha
HHOCTpaHHOM(BIX) sI3BIKE(aX).

Ipumepwr sonpocos/3adanuii
Test Ne 2 (Bonpocsl 13-25)

13. Two main characteristics determine the performance of the processor: .
a) theclockrate c¢) the number of cores
b) the form factor d) revolutions per minute

14.  Which device allows several computers on a local network to share the Internet connection?
a) adapter b) amplifier c) router d) mail server

15. Conocmasvme 06e yacmu npeonoxiceHus.

1) Low or high temperature in the computer system A. SSDs will most likely replace hard disks.
may cause
2) Motherboards usually contain a number of B. they don't contain any moving parts.
expansion slots
3) A video card can either be integrated into a C. the amount of heat generated by them has increased as
computer's motherboard, or well.
4) USB flash drives are more reliable than external D. unexpected malfunctions during the operation of
hard drives because computers.
5) Due to their advantages and constantly lowering E. plugged into one of the slots on the motherboard.
prices,
6) As internal components of the computer have F. used to attach additional components like video cards
increased in speed and power consumption, or sound cards.
16. You can change the  of the screen to make text and other items larger or smaller.
a) resolution  b) brightness c) capacity d) surface
17. If the touchpad is not working properly, you can try .
a) to update the drivers c) to press it harder

b) to reinstall the operating system d) to sell the laptop

[TpoBepsiembIit 00pa3oBaTEIBHBIA pe3yabTaT (3 ceMecTp):

Kox 1 HanMeHOBaHNE HHANKATOPA O0pazoBarenbHblil pe3ysbTaT
JOCTIDKEHHS] KOMIETCHITNH
VYK-4.3 [IpumMeHsieT COBpeMEHHBIE OOyuaromtuiics 3HaeT: akaIeMUIECKYIO JIEKCUKY U 6a30BbIe TPaMMaTHUECKUE
KOMMYHUKATHBHBIC TEXHOIOTHH JJIs MOJIETH Ha HMHOCTPAHHOM $I3bIKE (110 COOTBETCTBYIOIINM pa3iesiaM JUCIUILINHBI).
aKaJIEMHIECKOTO B3aMOJICHCTBHS Ha
WHOCTpaHHOM(BIX) sI3bIKe(ax).

Tlpumepwl sonpocos/3adanuii
Test Ne 3 (Bonpocsr 1-12)

1. Camcorders __ us capture video images and photographs directly in digital format.
a) let b) allow c) enable d) make it possible
2. They  adownloadable patch that will fix the bug in the program.
a) have produced b) have been produced c¢) hasproduced d) had been produced
3. 3amenume ¢hpasy, Oanuyto 6 cKOOKAx, mepMUHOM.
It is essential that the software is (able to be used without special adaptation or modification) with all the components of
the computer.

4. Whenyou  an account, you may be asked to enter your phone number.
a) are creating b) has created c) will be created d) are being create
5. Iloobepume cnoga, nooxooaujue no KOHMEKCMY.
features low-level  offered  purchase directly  restricted  failure
a) Software publishers regularly update their program products to fix bugs or add new .
b) For a computer to run a program created witha ___ language, it must be compiled into machine language.
c) A hotspot is a place where wireless access to the Internetis _ at no cost.
d) Beforeyou  software, you should first make sure your computer supports the system requirements.
e) FL Studio is the application that allows recording music entered _ from the keyboard.
f) The overheating of the integrated circuit may result in a hardware .
g) The operations of special-purpose computers are ___ to the programs built into their microchips.
YK-4.4 [IpumeHnsieT COBpeMeHHbIE OOyuatomuiics 3HaeT: MPoheCCHOHATBHYIO JIEKCUKY U TEPMHHOJIOTHIO, a TAKKE
KOMMYHHKaTHBHBIC TEXHOJIOTUH IS 0a30BYyI0 TpaMMaTHKy HHOCTPAHHOTO SI3bIKa (110 COOTBETCTBYIOLINM pa3enam

po(heCCHOHAIBHOTO B3aUMOICHCTBUS HA | AUCLUIUINHEI).
MHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepwr sonpocos/3adanuti
Test Ne 3 (Bonpocsl 13-25)

13. Custom software is often more reliable and has less bugs than .
a) canned software c) shareware




b) commercial software d) open source software

14. Which among the following is a language used in a computer that is very similar to, the language of humans and is easy
to understand?

a) high level language c) object code e) machine language
b) source code d) assembly language
15. Software companies issue patchesto .
a) expand functionality c¢) fix bugs in their programs
b) solve security problems d) gain profit

16. Conocmasvme mepmun u e2o onpedeneHue.

a) an application normally consisting of a source code editor, a compiler and/or | A. closed source software
interpreter, build-automation tools, and a debugger B. compatible software
b) a program in which the code is distributed allowing programmers to alter and | C. comware
change the original software as much as they like D. integrated development
¢) computer software licensed under exclusive legal right of the copyright holder environment
d) computer programs that you can often copy from the Internet and do not have to | E. proprictary software
pay for F. off-the-shelf software
e) software that can run on different computers without modification G. open source software
f) a program in which the license specifies that the user cannot see, edit or | H. freeware
manipulate the source code of a software program I.  shareware
g) copyrighted computer software that typically is available free of charge for trial
use but that must be paid for by anyone who uses it regularly

17.  Hanuwume nponywennoe ciogeo.
A is descriptive information about hardware or software products.

ITpoBepsieMbIii 00pa30BaTEIbHBIA Pe3yabTaT (4 ceMecTp):

Kox n HanMeHOBaHUe HHAWKATOpA

OO0pazoBaTesbHBIA pe3yIbTaT
JIOCTHKEHHS] KOMIETEHINH

YK-4.3 [Ipumensier coBpeMeHHbIe | OOyYaromuiics 3HaeT: aKaJJeMHYCCKYIO JICKCUKY B 0a30BbIC TPaMMAaTHYCCKHAC MOICTH Ha
KOMMYHHKATUBHBIC TEXHOJIOTHH MHOCTPAaHHOM $I3bIKE (II0 COOTBETCTBYIOIIMM pas3ziesiaM JUCIUILINHBI).

JUISL aKaJIEMHYECKOTO
B3aUMOJECUCTBHS HA
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepwr sonpocos/3adanuti
Test Ne 4 (Bonpocsbl 1-12)

1.  PINTEREST users tend to focus on the positive aspects of life and leave the  topics to other networks.
a) transparent b) trusted c) usable d) controversial
2. In2001, an ANTRAX, an e-mail virus, took advantage of flaws in MS server software to cause widespread Internet .
a) revelations b) infringement ¢) disruptions d) frequency
3. The website surveymonkey.co.uk may not be used to __ content that is downloadable, live-streamed, or intended to
redirect users to other webpages.
a) moderate b) host c) impact d) ensure
4. An independent moderator should be __ to oversee the content posted on the website.
a) routed b) ensured c) arisen d) assigned
5. Iloobepume cnosa, nooxoosiuue no KOHMEKCMY.
gain arises  drastically assigned usable  route
a) A unique IP address must be _ to each computer connected to the Internet.
b) He has a security clearance that allows himto __access to classified information.
c) The  taken by a message was not the most direct since a lot of nodes were busy.

d) The computer network can be switched to emergency power if the need .
e) The Internet has  changed the way that people interact with each other.
f) We've developed completely new design of Witap Soft site in order to make it more .

YK-4.4 IIpumensier coBpemennsle | OOydarommiics 3HaeT: IpoPecCHOHANBHYIO JIEKCUKY U TEPMHHOJIOTHIO, a TaK)Ke 0a30BYIO
KOMMYHUKATHBHBIC TEXHOJIOTHH TpaMMaTHKY HHOCTPAHHOTO sI3bIKa (IT0 COOTBETCTBYOIIUM pa3jeiaM AUCIUTLTHHEI).

IUTSA IPO)eCCHOHATBHOTO
B3aUMOJICHCTBUS Ha
HMHOCTpaHHOM(BIX) sI3bIKe(ax).

IIpumepol 6onpocos/3adanuti
Test Ne 4 (Bonpocsl 13-25)

13. The controversial video was broadcast in popular television channels and across all __ platforms.
a) fiber optic b) satellite ¢) domain name d) social media
14. Installing anti-virus and content filtering software, creating individual user accounts are just a few measures to ~ a
secure computer system.




15.

16.

17.

a) evolve b) path c) ensure d) disrupt

Conocmasvme 06e wacmu npeosoHceHUs:
1) While adware and spyware may not be as destructive | A. the hardware itself or from how users have
as viruses, configured it.
2) On September 21, 2016, a hacker attack on DYN B. the laying of the submarine transatlantic telegraph
(DNS provider) has caused cable in 1866.
3) There are two main ways to moderate to content C. disruption to online services around the world.
4) Field Cyrus West is an American financier who D. they can compromise privacy and slow your
planned and oversaw computer drastically.
5) A dead link may occur when the server that hosted E. posted on the website: artificial intelligence
the page stopped working or algorithms and manually moderated human solutions.
A must be unique on the Internet and must be assigned by a registrar accredited by ICANN.
a) destination b) scammer c) ownership d) domain name
Data transmitted via the Internet is broken down into small packets. Each packet contains a(n)  address on the
network, so routers know where to forward them.
a) destination b) path ¢) ownership d) array

ITpoBepsieMbIii 00pa30BaTENBHBIA PE3yIbTaT (5 ceMecTp):

Kon 1 HanmeHOBaHME HHIMKATOpa OO0pazoBaTesbHBIA pe3yIbTaT
JOCTHXEHUS] KOMITETEHIINN

VYK-4.3 IIpumensier coBpemenHble | OOy4aronmiicst 3HAET: aKaJeMUIECKYIO JIEKCHKY M 0a30BbIe TpaMMaTH4YeCKUe MOZEIH Ha
KOMMYHUKATHBHbIE TEXHOJOTHU WHOCTPAaHHOM S3bIKE (II0 COOTBETCTBYIOLIUM pa3/ieNnaM JUCLHUILIUHBI).

JUTA aKaJIeMHU9eCKOTO
B3aUMOJEICTBUS HA
HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepur sonpocos/3adanuii

Test Ne 5 (Bompocsr 1-12)

Spam filters are programs that use a variety of different  to identify and eliminate spam.

a) issues b) approaches ¢) intrusions d) goals
Any malware found on the computer should be cleaned as quickly as possible to  any further damage to
infrastructure, including files and databases.
a) reveal b) implement c) mitigate d) intrude
Two-factor authentication (2FA) keeps your devices safe in case of ___ or loss.
a) clearance b) ransom c) leakage d) theft
Some viruses __ system files in Windows, making computers unusable.
a) mitigate b) corrupt c) intrude d) compromises

Ioobepume cnosa, nooxoosuyue o KOHMEKCMY.
permits  theft  penetrate corrupted  achieve  differentiate

a) FaceID  you to securely unlock your iPad, authenticate purchases, sign in to apps - all with just a glance.
b) Threats to data security can be classified into two types, data loss and data .

¢) Viruses and worms might _ into computers through email attachments or _ Web links.

d) To _ between "good" and "bad" hackers, malicious hackers are referred to as "black hats".

e) A hardware geek is constantly upgrading internal components of the computer to  higher performance.

YK-4.4 IIpumensier coBpeMeHnHbie | OOydaronuics 3HaeT: IpoPEeCCHOHATBHYIO JICKCHKY U TEPMHUHOJIOTHIO, & TAK)KE 0a30BYIO
KOMMYHUKATHUBHBIC TCXHOJIOT'UU rpaMMaTUKy MHOCTPAHHOT'O A3bIKa (HO COOTBETCTBYIOLIUM pasacjiaM JII/ICL[I/IHJ'II/IHI)I).

T IPO(eCCHOHATBHOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) SI3bIKe(aX).

13.

14.

15.

Tpumepwr sonpocos/3adanuii

Test Ne 5 (Bonpocsl 13-25)

Patching is one of the most important things you can do to . (Choose all that apply)
a) improve security ¢) wipe out the hard disk
b) enhance functionality d) mitigate vulnerabilities

Malware is a program designed to . (Choose all that apply)

a) protect the computer from penetration

b) mitigate the risks to data security

¢) compromise confidential data

d) fix the software or hardware vulnerabilities

e) infiltrate the computer without the user's authorization or knowledge

f) all of the above
To infect as many computers as possible, the malicious hacker must attract large numbers of users to visit the
compromised web page. This can be achieved by applying various techniques, for example .

a) by guessing and modifying the user's passwords




16.

17.

b) by cracking Microsoft software codes

¢) Dby sending out spam messages containing the link to the infected webpage

d) Dby intruding the victim's computers

e) all of the above
Not all data leaks are the result of malicious actions. In a lot of cases, it's the result of a mistake or negligence, for
example someone .

a) sends an email to the wrong recipient

b) forgets to encrypt classified data before transmitting it over the network

¢) puts sensitive files on a USB drive and accidentally uploads it to an unprotected PC

d) all of the above
What are the physical security measures that a business can take to protect its computers and systems? (Choose all that
apply)

a) perform daily data backups

b) implement biometric authentication

c) replace software firewalls with antimalware

d) lock doors to telecommunications rooms

e) ensure that operating system and antivirus software is up to date

f)  all of the above

ITpoBepsieMblii 00pa30BaTEIbHBIA Pe3yabTaT (6 ceMecTp):

KO)I U HAUMCHOBAHUE MHAMUKATOPA
JOCTHKCHUSA KOMIICTCHIIMHU

OO0pazoBaTesbHBIA pe3yabTaT

VYK-4.3 [Ipumensier coBpemennsle | OOyJaromuiics 3HaeT: akaJeMHUIECKYIO JIEKCUKY B 0a30BbIe TpaMMaTHIeCKHe MOZIEITH Ha
KOMMYHHUKAaTHUBHBIC TEXHOJIOTUN HWHOCTPAHHOM SA3BIKC (HO COOTBETCTBYIOIIUM paszaciaM )II/ICHI/IHHHHBI).

JUISL aKaZIEMHUYECKOTO
B3aUMOJEHCTBHS Ha
MHOCTpaHHOM(BIX) sI3bIKe(aX).

1.

2.

5.

Tlpumepwl sonpocoe/3adanuii

Test Ne 6 (Bonmpocs1 1-12)

Spyware can be by viruses, worms, or Trojan horses, or it can be installed as an extra element from commercial,
freeware, or shareware applications.
a) deposited b) altered c) revealed d) replicated
____software is a computer program that does not require any software other than the operating system to run.
a) Sneaky b) Standalone c) Reputable d) Rogue
Ransomware uses encryption to _ to user's data or resources.
a) pay attention b) reveal itself ¢) deny access d) issue a patch

Conocmasbme 0se wacmu npeoyiodNCceHul.
a) FileASSASSIN is a free application that can a hyperlink that redirects you to a spoofed webpage.
b) Spam can be used to spread malware as an email the virus remains in a dormant state until the file is
attachment or with activated.
c) When the infected file is loaded on a system, C. delete locked files deposited by a malware infection.
d) On-line marketing companies are using a number of D. harvesting personal information, redirecting browser

>

practices in trying to activity and altering computer settings.
e) Malware can reveal itself by E. get people to pay attention to advertisements.
f) Social engineering is used by cybercriminals to F. making changes to the way your computer behaves.
G. trick users into revealing confidential data.
Viruses can be like time bombs — some are active upon receipt, while others remain in a ____ state for hours, days,
weeks, or even years before activating.
a) unsuspecting b) trustworthy ¢) standalone d) dormant

YK-4.4 TIpumensier coBpemeHHble | OOydaromuiicst 3HaeT: NpoQeCcCHOHANBHYIO JIEKCUKY U TEPMUHOJIOTHIO, a TaKKe 0a30BYIO
KOMMYHUKATHBHbIE TEXHOJIOTHH rpaMMaTHKy WHOCTPAHHOTO s3bIKa (10 COOTBETCTBYIOLIMM pa3/ieNaM JUCHUILIHHBI).

JULs TPO(heCCHOHATIBHOTO
B3aUMOJICHCTBUSA Ha
MHOCTpaHHOM(BIX) sI3bIKe(ax).

Ipumepul sonpocos/3adanuii

Test Ne 6 (Bonpochr 13-25)

The anti-virus company alerted its users about a new  that could wipe everything off their hard disks.
a) drive-by attack b) destructive virus c) PUP

A logic bomb is a form of malware that that usesa ___ to activate the malicious code.
a) trigger b) rootkit c) malspam

___ is malware that misleads users into believing there is a virus on their computer and aims to convince them to pay for
a fake antivirus that actually installs malware on their computer.

a) Adware b) Keystroke logger ¢) Rogue security software
A criminal uses ___ to obtain information about the computer of a user.

a) malvertising b) spyware c) trigger




5. People tend to share personal information on social media, making them vulnerable to  and socially engineered
scams.

a) identity theft b) cryptojacking ¢) drive-by attacks

2.2 TunoBble 3aJaHUSA VISl OLIEHKH HABBIKOBOI0 00Pa30BaTeJIbHOI0 pe3yJbTaTa

[TpoBepsiemblii 00pa3zoBaTeNbHbI pe3ynbTar (1 cemectp):

Kon u HanMmeHOBaHUE OO0pa3oBaTebHEIN Pe3yIbTaT
WHAWKATOpa TOCTIKEHUS
KOMITICTCHIUN
VK-4.3 [Ipumensier OO0yyJarouiics yMeeT: CTPOUTh JUAJOTHYSCKUE BEICKA3bIBAHUS U MOHOJIOTHYCCKUE
COBPEMEHHBIE COOOIICHHS HA aKaJJeMUYCCKHE TEMbI (110 COOTBETCTBYIOIIMM Pa3/eiaM AUCIUILIHHBI).

KOMMYHHKATHBHBIC TEXHOJIOTHU
JUISL aKaJIeMUYECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) SI3bIKe(aX).

3ananue Ne 1.1. ColecenoBanue NpoBOJMTCS MO CJeYIOLIMM TeMaM:
— Computer Basics: What is a Computer? (Uto Takoe KoMIibroTep?)
— Application of Computers in the Modern World. (Cdepsl ncnonb30BaHns KOMIBIOTEPOB B COBPEMEHHOM MHPE)
— Types of Computers: Computers for Personal Use. (Buabl coBpeMeHHBIX BBIYHCINTEIBHBIX YCTPOHCTB: KOMIIBIOTEPHI
JUIS TIEPCOHAIIBHOTO MCTIONIH30BAHMS)
— Types of Computers: Computers for Organisations. (Bumsl cOBpeMEHHBIX BBIYHCIUTEIBHBIX YCTPOICTB: KOMIIBIOTEPHI
JUIa Ou3Heca U paboTHI)

IIpumepsbl BONIPOCOB [1JIsl cOOece 0BAHMA:
1.  What is a computer?
What two categories can the computers be divided into?
What is the difference between general-purpose and special-purpose computers?
Why are modern computers referred to as digital devices?
Why do modern computers refer to electronic devices?
What functions does any general-purpose computer system carry out regardless of its size or type?
Does the computer accept data only in the form of programs?
How is any data that is put into the computer for processing referred to as?
. What devices can be used to enter data into a computer system?
10. When does raw data become useful information?
11. What parts does every computer system consist of?
12.  What is hardware and software?

00 NO LA W

VK-4.3 [Ipumensier OOyyJarouiics BiIaaceT: HaBBIKAMHU YTCHHUS, TOHUMAHUS U NIEPEBOJIa Ay TCHTUYHBIX TEKCTOB
COBPEMEHHBIE Ha MHOCTPAHHOM SI3bIKE; CIIOCOOCH M3BJICKATh HEOOXOIUMYIO TEKCTOBYIO HH(POPMAITHIO,
KOMMYHHKATHBHBIC TEXHOJIOTHH | aHAJIU3UPOBATh U 0000IIATH €€ B LIENIAX aKaIeMHUYSCKOr0 B3aUMOJICHCTBUS B YCTHOM U

JUUISL aKaIeMHYECKOTO MMUCHMEHHOU (hopMax.

B3aMMOJCHCTBHUS HA

HHOCTpaHHOM(BIX) SI3bIKe(aX).

Ipumepwr 3adanuti
3ananue Ne 1.2, IlepeBenure cienyomuii TekeT 6€3 onopsl HA CI0BAPb.
Online Lectures

A university professor in Singapore gave a two-hour online lecture but didn't realize he was on mute. Professor Wang, who
teaches Maths, was not aware that throughout his online presentation, the microphone on his computer was switched off. This
meant that none of the students attending his online class heard what professor Wang was talking about. His university switched
his classes online to help reduce the spread of COVID-19. His lecture started well but then it froze. The video came back but the
mic was off and professor Wang did not notice. One of his students says it might have been because the professor was using an
iPad and not a computer.

Students tried many times to contact professor Wang during the lesson but could not get through to him. They waved their arms
and even tried calling him on his personal phone. A video of the moment he understood his mic was off has gone viral on the
Internet. It has received more than 653,000 views. After realizing what happened, professor Wang appeared shocked and stressed.
He said he was upset at the thought of wasting two hours of his students' time. He has offered to redo the lecture at a different
time so his students do not miss that class. One of his students posted on social media about the professor's mishap. She wrote: "I
took a class under him before and he teaches well. I feel bad for him."

3aganne Ne 1.3. BeinosiHuTe 321aHUS HA IOHUMAHHE COAEPKAHNUS NPOYUTAHHOIO TEKCTA.

(a) True/ False
1. The professor in the article teaches computer coding. T /F
2. Not a single student heard what the professor was saying. T /F




The article said the professor froze. T /F
A student blamed the mishap on aniPad. T/F
Students waved their phones at the professor. T /F
A video of the professor has gone viral on the Internet. T /F
The professor is sad because he wasted his students' time. T /F
The professor said he would not redo the lecture. T /F
omprehension questions
In which country was the professor teaching online?
What does the professor teach?
What did the university want to stop the spread of?
What happened to the professor's lecture after it started?
What did a student say the problem might have been?
. What did students wave?
(¢) Multiple choice quiz
1. In which country was the professor teaching online?
a) South Africa b) Singapore c) Sierra Leone d) Slovakia
2. What does the professor teach?
a) coding b) English c) architecture d) maths
3.  What did the university want to stop the spread of?
a) COVID-19 b) disinformation c) fake news d) gossip
4. What happened to the professor's lecture after it started?
a) it went viral b) it got lots of views c¢) it froze d) it was full
5. What did a student say the problem might have been?
a) a glitch b)aniPad c)avirus d)apower cut

(b)

QBN AXIRIINREW

VK-4.4 [Tpumensier OO0y4JaroIHiics yMeeT: CTPOUTh JHAJOTHYSCKUE BEICKA3bIBAHUS U MOHOJIOTHYCCKUE
COBPEMEHHBIE coo0meHns Ha TPOoheCCHOHATIBHBIC TEMBI (10 COOTBETCTBYIOIINUM pa3zieiiaM JUCIUAIUIAHBI).
KOMMYHHKATUBHBIE TEXHOJIOTHU
T IPO(eCCHOHATBHOTO
B3aMMOJCHCTBHUS HA
HHOCTpaHHOM(BIX) SI3bIKe(aX).

Ipumepwr 3adanuti

3ananue Ne 1.4, IloaroroBbTe yCTHOE COOOIIEHHE W NPE3EHTANMIO HA CJIeAYIOIHE TeMbI:
— Computer Basics: What is a Computer?
- Application of Computers in the Modern World
— Types of Computers: Computers for Personal Use.
— Types of Computers: Computers for Organisations.

VK-4.4. ITpumenser OOyuaronuiics BiaJeeT: HaBbIKaMH YTE€HHsI, IOHUMAaHUsI U TIePeBO/ia Ay TEHTHYHBIX TEKCTOB
COBPEMEHHBIE Ha NHOCTPAHHOM S3bIKE, CIIOCOOCH MU3BJIEKaTh HEOOXOANMYIO TEKCTOBYIO HH(OPMAIIHIO,
KOMMYHUKATHBHBIC TEXHOJIIOTUH | aHAIM3UPOBATH U 0000IIATh €€ B [ESIX NPOeCCHOHATBHOTO B3aMMO/ICHCTBHS B YCTHOU H
JULs IPOGheCCHOHATIBHOTO MIMCEMEHHOH (opmax.

B3aUMOACHCTBUS Ha

HMHOCTpaHHOM(BIX) si3bIKe(ax).

Tpumepol 3adanuti
3ananue Ne 1.5. TlepeBeauTe cJieIyOINYI0 CTATHIO € OMOPOii HA CJI0BAPD.

What is a Tablet?
By: Jonathan Strickland

When Steve Jobs ended years of speculation in 2010 by announcing the iPad tablet device, he helped launch a new era in
computer hardware. Though tablet PCs have been around for years, the iPad was the first device to use the form factor
successfully in the consumer market. And Apple's success benefitted other companies as well as tech enthusiasts looked for
alternatives to Apple's approach.

So what exactly is a tablet? At its most basic level, a tablet PC is a mobile computing device that's larger than a smartphone or
personal digital assistant. There's not a strict cutoff size for tablet devices -- the iPad line sports a screen size of just under 10
inches but other tablets can be larger or smaller. In general, if the computing device uses an on-screen interface and doesn't
include a phone, it's a tablet. To confuse matters, some manufacturers produce hybrid devices that are part tablet, part laptop
computer. The device might come with an attached keyboard -- the screen swivels or folds down to cover the keyboard and voila,
you have a tablet!

In 2010, Lenovo introduced a prototype device called the IdeaPad Ul at the Consumer Electronics Show in Las Vegas, Nev. At
first glance, it looked like a normal laptop computer. But if you detached the screen from the base, the laptop converted to a tablet
computer with its own, independent operating system. Lenovo rebranded the device, naming it the Lenovo LePad and launching
it in China in 2011.

Although tablets come in a variety of shapes, sizes and feature sets, they share many similar characteristics. Nearly all have a
touch-screen interface and an operating system capable of running small programs. They don't necessarily replace the need for a
more robust computer, but they create a new space for computing devices.




ITpoBepsiembIii 00pa3oBaTEIBHBIN pe3yabTaT (2 ceMecTp):

Ko u HanmeHnoBanue OO0pa3oBaTebHBIN Pe3yIbTAT
HMHIIUKATOpa JOCTUKEHUS
KOMIIETCHIINU
VK-4.3 [Ipumenser OOyyaromuiicst yMeeT: CTPOUTH AUAIOTHYECKHE BHICKA3bIBAHUS U MOHOJIOTHIECKNE
COBPEMEHHBIE COOOIIEeHNS Ha aKaJIeMUIECKHE TEMBI (TT0 COOTBETCTBYIOIINM pa3iesiaM JUCIUILIINHBI).

KOMMYHUKATHBHbIE TEXHOJOTHU
JUIA aKaIeMU4ECKOTo
B3alMOJEICTBUS HA
MHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganue Ne 2.1. CobecegoBaHie MPOBOIUTCS MO CJAEAYIOIMM TeMaM:
- Computer Hardware: Internal Components (AnmaparHoe obecrieueHue: BHyTPEHHEE YCTPOHCTBO KOMIIBIOTEPA)
—  Computer Peripherals: Input Devices (ITepudepus kommnprorepa: ycTpoiicTBa BBOJIa)
— Computer Peripherals: Output Devices (ITepudepust kommbroTepa: ycTpoHCcTBa BEIBOIA)

IIpumepsI BonpocoB AJist codece0BAHUS:

What is a computer monitor?

Can computer monitors be referred to external or internal peripherals?

How many types of computer monitors are there available now?

What are they?

What does CRT stand for?

What are the main disadvantages of the CRT monitors as compared with other types of monitors?
What does LCD stand for?

What two types of LCD technology are there?

. What technology is more secure and reliable?

10. What advantages do the LCD monitors have as compared with the CRT monitors?
11. What does LED stand for?

12. What advantages do the LED monitors have as compared with the LCD monitors?

VO NO U AW~

VK-4.3 [Ipumensier OOyJatrommiics BIajieeT: HaBbIKaMH YTCHUS, IOHUMAHUS U TIEPEBOJIa ayTEHTHYHBIX TEKCTOB
COBPEMEHHBIE HA MHOCTPAHHOM SI3BIKE; CIIOCOOCH M3BJICKATh HEOOXOIMMYIO TEKCTOBYIO HH(POPMAITHIO,
KOMMYHUKATHBHBIC TEXHOJIOTHH | aHAIM3UPOBATh U 0000IIATH €€ B IEJISIX aKaJIeMUYECKOr0 B3aUMOJICHCTBHS B YCTHOU U

JUISL aKaJIEMHYECKOTO MMUCHbMEHHOM (hopMmax.

B3aMMOJICHCTBHS HA

HHOCTpaHHOM(BIX) sI3bIKE(ax).

Ipumepwr 3adanuti
3aganne Ne 2.2. IlepeBenute cienyromuii TekcT 6e3 0opsl Ha CJIOBAPb.

Online Learning

The year 2020 has been difficult for hundreds of thousands of teachers across the globe. They have had to learn to deliver their
lessons using online platforms. Millions of students have done their lessons via websites like Zoom. This has caused a major
transformation in education as technology has taken centre stage. The quality of education differs according to Internet speeds,
and the levels of teacher preparedness and teachers' competence in using technology. It also depends on the devices students
have. Many students had no lessons because they had no computer.

The Education Ministry in Malaysia has started a new initiative to help underprivileged children. Around 150,000 eligible pupils
will receive a device so they can participate in online lessons. Malaysia hopes to build on the success of this to expand the
programme. It wants to assist pupils and schools in need and find the best implementation method to expand it. There are plans to
enhance educational TV shows for students with no Internet access. Malaysia will also employ sign language interpreters to help
the hard of hearing. It wants to focus on students' needs.

3aganne Ne 2.3. BoinosiHuTE 32JaHUS HA IOHUMAaHHE COAEPKAHMS MPOYUTAHHOIO TEKCTA.

(a) True/ False
1. The article says millions of teachers got to grips with online platforms. T /F
The article says online lessons have transformed education. T /F
The article says the level of teacher competence in technology differs. T /F
Many students could not learn online because they had no computer. T /F
Malaysia will help up to 150,000 students to learn online. T /F
Malaysia said it wants to help students become pilots. T/F
Malaysia will use sign language interpreters online. T /F
8. A teacher said Malaysia was not considering the needs of students. T /F
(b) Multiple choice quiz
1.  What kind of year does the article say teachers have had?
a) an educational one b) a crazy one c¢) a tumultuous one d) a good one
2.  What did teachers have to get to grips with?
a) online platforms b) their hands c) tests d) homework
3. Who has been stuck at home?

Nowswh




a) students b) an education minister c¢) engineers d) teachers
4. What has taken centre stage?
a) English  b) technology c¢)tests d) homework
5. Why were some students deprived of lessons?
a) not enough teachers b) power cuts
c) they had the wrong platform  d) no computers, tablets and smartphones
6. What has Malaysia's Education Ministry rolled out?
a) anew curriculum b) a new initiative c¢) a homework plan d) new tests
7.  What will Malaysia's government enhance?
a) test security b) software  c) educational TV programming d) Internet speeds
(¢) Discussion
1.  What did you think when you read the headline?
2.  What images are in your mind when you hear the word 'online'?
3. What do you think of online learning?
4. Would you prefer face-to-face or online learning?
5. What are the advantages of online learning?
6. What experiences do you have of online learning?
7. Why might teachers like teaching online?
8. What is the best platform for online learning?
9. Who is online learning good for?
10. Should all students be learning online in the future?

VYK-4.4 [Ipumenser OOyuaronuiicst yMeeT: CTPOUTh JUATOTHUECKHE BHICKA3bIBAHUSI © MOHOJIOTHUECKHE
COBpPEMEHHBIE coo01ieHust Ha TPo(heCCHOHATBHBIE TEMBI (110 COOTBETCTBYIOIINM pa3/ieliaM AUCIUIUINHBL).
KOMMYHUKATHBHBIC TEXHOIOTHH
T IPO(eCCHOHATBHOTO
B3aNMOJEHCTBUS HA
HHOCTpaHHOM(BIX) SI3bIKe(aX).

Ipumepol 3a0anuii

3ananue Ne 2.4, IloaroroBbTe yCTHOE COO0OIIEHUE WIHM NPE3EHTANMIO HA CJIeIYIOIIHe TeMbI:
—  Computer Hardware: Internal Components
—  Computer Peripherals: Input Devices
- Computer Peripherals: Output Devices

YK-4.4 [lpumensier OOyuaronuiics BiaJieeT: HaBbIKaMH YTEHHsI, TOHUMAaHUsI U TIEPEeBO/ia Ay TEHTHYHBIX TEKCTOB
COBPEMCHHBIE Ha UHOCTPAHHOM $3BIKE, CIIOCOOSH U3BIEKAaTh HEOOXOAUMYIO TEKCTOBYIO HH(OpPMALHIO,
KOMMYHUKATHBHBIC TEXHOJIOTUH | aHAIM3UPOBATh U 0000IIATH ee B HEIsIX MPOGeCcCHOHATBHOTO B3aUMOJICHCTBHS B YCTHOU H
11 PO ECCHOHATBHOTO MUChMEHHOH (opmax.

B3aUMOJECHCTBHS Ha

MHOCTpaHHOM(BIX) sI3bIKe(aX).

Tpumepwl 3adanuti
3ananue Ne 2.5. IlepeBeauTe cJieIyIOINYI0 CTATHIO € ONOPOii HA CJI0BAPD.

The 3-D Printing Revolution
By: Chris Pollette & Stephanie Crawford

Increasing availability and affordability of 3-D printing solutions has made the technology attractive to people across many
industries. For example, the automotive industry has used 3-D printing technology for many years for rapid prototyping of new
auto part designs.

The medical profession eagerly adopted 3-D printing for a number of uses, such as printing prosthetics. Traditional professionally
made prosthetics can be expensive, but a 3-D printer could make a prosthetic hand for as little as $50. Similarly, Walter Reed
Army Medical Center has used 3-D printing to produce models that surgeons can use as a guide for facial reconstructive surgery.
Several professional 3-D printer manufacturers sell machines specifically designed for dental work.

Engineers in the aerospace industry incorporate 3-D printing to help test and improve its designs as well as to show off how well
they work. Research company EADS has an even bolder ambition for 3-D printing: to manufacture aircraft parts themselves,
including an entire wing for a large airplane. EADS researchers see this as a green technology, believing 3-D printed wings will
reduce an airplane's weight and, thus, reduce its fuel usage. This could cut carbon-dioxide emissions and the airline around
$3,000 over the course of a year.

3-D printing also has some interesting aesthetic applications. Designers and artists are using it in creative ways to produce art,
fashion and furniture. Graphic artist Torolf Sauermann has created colorful geometric sculptures using 3-D printing. Freedom of
Creation (FOC), a company in the Netherlands, sold 3-D printed products made from laser-sintered polyamide, including lighting
with intricate geometric designs and clothing designs consisting of interlocking plastic rings that resemble chain mail.

A tastier application of 3-D printing technology comes from the chocolate industry, which has developed machines that can
create unique confectionary items. Although unsuitable for mass production, 3-D printers can make computer-designed objects as
prototypes, or just as unique, customized treats.




ITpoBepsiembIii 00pa3oBaTEIbHBIN pe3yabTaT (3 cemecTp):

Ko u HanmeHnoBanue OO0pa3oBaTebHBIN Pe3yIbTAT
HMHIIUKATOpa JOCTUKEHUS
KOMIIETCHIINU
VK-4.3 [Ipumenser OOyyaromuiicst yMeeT: CTPOUTH AUAIOTHYECKHE BHICKA3bIBAHUS U MOHOJIOTHIECKNE
COBPEMEHHBIE COOOIIEeHNS Ha aKaJIeMUIECKHE TEMBI (TT0 COOTBETCTBYIOIINM pa3iesiaM JUCIUILIINHBI).

KOMMYHUKATHBHbIE TEXHOJOTHU
JUIA aKaIeMU4ECKOTo
B3alMOJEICTBUS HA
MHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganue Ne 3.1. CobeceoBaHie MPOBOIUTCS MO CJAEAYIOIMM TeMaM:
- Introduction to Computer Software (IIporpamMHoe oOecrieueHre KOMIbIOTEPA)
— System Software (CucteMHOe mporpaMMHOe 00ecIieueHuUE)
— Application Software (IIpukiragHoe mporpaMmMHOe oOecIiedeHue)

IIpumepsI BonpocoB AJist codece0BAHUS:
1.  What is software?
What two basic kinds of software are there?
What is closed source software also called?
Give a few examples of programs that refer to closed source and open source ones.
What is the main difference between closed source and open source programs?
What steps might you take to modify the source code?
What can you do if you find a bug in a proprietary code?
How many categories do software programs fall into according to the way of distribution? What are they?
9.  How are freeware programs distributed?
10. Are all freeware programs copyrighted or licensed?
11.  What is the difference between freeware and shareware?
12. How are shareware programs distributed?

PRGN R WD

YK-4.3 [Ipumensier OO6yuaromuiics Biaageet: OOyJAONIMIACS BIAJICCT: HABBIKAMU YTCHUS, TOHUMAHUS U
COBpPEMEHHBIE NepeBO/ia ayTEHTHYHBIX TEKCTOB HAa MHOCTPAHHOM SI3BIKE; CIIOCOOEH M3BJIEKATh
KOMMYHHUKATHBHBIC TEXHOJIOTHH | HEOOXOANMYIO TEKCTOBYIO HH()OPMAIIHIO, aHATH3UPOBATH 1 00001IIaTh ee B MEeNsX
JUISL aKaIEMUIECKOTO aKaJIeMUYeCKOT0 B3aMMOJICHCTBHS B YCTHOM M MMUChbMEHHO# hopmax.
B3aMMOJICHCTBHA Ha

HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepol 3adanuti
3aganne Ne 3.2. IlepeBenute cienyromuii TekcT 6e3 0OpbI HA CJIOBAPb.
Learning Vocabulary

A new study shows that we could learn vocabulary while we are sleeping. This is great news for students struggling to learn a
new language. It is also good for anyone who is trying to expand their knowledge of words. Researchers from the University of
Bern in Switzerland have shown that it is possible to learn new information while we are sleeping deeply, and then recall this
information when we need it after we wake up. This new information includes foreign language vocabulary. The researchers
conducted tests on whether or not a person can remember new words and their translations while they were asleep. They said our
sleeping brain is much more aware of the outside world than we thought.

Researcher Marc Ziist said, "language areas of the brain and the hippocampus - the brain's essential memory hub - were
activated" after a person woke up. He said these areas of the brain allow us to remember vocabulary during deep sleep. The
researchers said that during deep sleep, our brain cells are active for a short period of time - about half a second. The cells then
enter into a period of inactivity - again, about half a second. The active state is called "up-state" and the inactive state is called
"down-state." The "up-state" period is the time when our brain could learn new vocabulary. The researchers say more research is
needed to be 100 per cent sure that we can learn vocabulary while asleep.

3aganne Ne 3.3. BoinmoiHuTe 3a1aHUS HA MIOHUMAaHHE COAEP:KAHHUSA MPOYUTAHHOTO TEKCTA.

(a) True/ False

1. This story is great news for people struggling to learn a language. T /F
The research was conducted by researchers from a Swiss university. T /F
Researchers tested language translations while people were asleep. T /F
Our sleeping brain may be more aware of things than we thought. T /F
The hippocampus is the part of the brain used to forget things. T/F
In deep sleep, our brains are active for half-a-second ata time. T /F
A sleeping period called "up-state" allows us to learn vocabulary. T/F

8. The researchers are 100% sure we can learn vocabulary while we sleep. T /F
(b) Multiple choice quiz

1. When did researchers say we recall information learnt while we sleep?

a) just after breakfast b) in dreamland c) at 6am d) when we wake up

Nk v




2. What did researchers say they tested besides new words?
a) sleep b) translations c) dreams d) grammar
3. What did the researchers say the sleeping brain was more aware of?
a) the outside world b) pillows c) light d) phrasal verbs
4. What is the hippocampus?
a) the brain's essential memory hub b) an animal c) a grammar term d) a place where hippos study
5. How long is each period of brain activity and inactivity?
a) 30 seconds b) one night c¢) two seconds d) half a second
6. What is the inactive state of our brain while we sleep called?
a) the "inter-state" b) the "up-state" c) the "down-state" d) the "dream-state"
7. What can we do in the "up-state" period of our sleep?
a) sleepwalk b) speak English c¢) see with our eyes shut d) learn new vocabulary
(c) Discussion
1. What did you think when you read the headline?
2. What images are in your mind when you hear the word 'learn'?
3. How important is sleeping?
4. What is the best way to learn vocabulary?
5. What do you think of learning vocabulary while sleeping?
6. Is sleeping only for sleeping?
7. Could there be any dangers to learning while asleep?
8.  How happy are you with your vocabulary?
9.  What are your three favourite English words?
10. What else could we learn while we are asleep?

VK-4.4 IIpumenser OOyuyaronuiicst yMeeT: CTpOUTH JUATOTHUECKHe BHICKa3bIBAaHUSI © MOHOJIOTHUECKHE
COBpPEMEHHBIE coo01eHnst Ha poheccCHOHABHbBIE TEMBI (TT0 COOTBETCTBYIOIINM pa3JiesiaM AUCIUIUINHEL).
KOMMYHHKATHBHBIE TEXHOJIOTHU
JUTS IPO()eCCHOHATBHOTO
B3aMMOJICHCTBHA Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepwl 3adanuti

3ananue Ne 3.4. IloaroroBbTe yCTHOE COO0LIEHUE WIHM NPE3EeHTALMIO HA CJlelyIolIUe TeMbl:
— Introduction to Computer Software
—  System Software
- Application Software

VK-4.4 ITpumensier OOyyJaronuiics BIaaceT: HaBBIKAMHU YTCHHS, TOHUMAaHUS U NIEPEBOJIa Ay TCHTUYHBIX TEKCTOB
COBPEMEHHBIE HAa HHOCTPAHHOM SI3BIKE, CITOCOOCH M3BIICKATh HEOOXOAUMYIO TEKCTOBYIO HH()OPMAIIHIO,
KOMMYHHKATHBHBIC TEXHOJIOTHH | aHAJTU3UPOBATh U 0000MIATh €€ B IENAX MPO(HECCHOHATBFHOTO B3aUMOJICHCTBUS B YCTHOM U
JUTS IPO()ECCUOHATBHOTO MMUCHMEHHOMU (hopMax.

B3aMOJCHCTBHS Ha

HHOCTpaHHOM(BIX) sI3BIKE(aX).

Ipumepwr 3adanuti
3aganne Ne 3.5. [lepeBeuTe CJIEAYIONIYIO CTATHIO C ONOPOIi HA CJI0BapPh.

Microsoft's New Operating System Won't Let Users Change Default Browser
By: Jonathan Strickland

Microsoft launched Windows 10 S in May 2017, a slimmed-down version of its operating system. The new OS places strict
limitations on what users can do. For example, you can only run programs (now called "apps") that come from the Windows
Store. And by default, your web browser will always be Edge, the successor to Microsoft's Internet Explorer.

What's up with the changes? First, Windows 10 S isn't the universal replacement for Windows 10. Microsoft intends Windows 10
S for a specific audience; namely, people who want a more curated and, hypothetically, secure experience on their computers.
One of the company's big target consumer groups is schools.

By limiting the programs you can run on the device, Microsoft decreases the chance you'll encounter malware or other security
risks. It also helps prevent people from trying to install programs that their machines just aren't capable of running well.

But it's that default web browser that has many outlets talking, including The Verge. According to Microsoft, users will be able to
download any other web browser that's available in the Windows Store, but they will not be able to switch the default to that new
browser. Click on any .htm file and Edge will pop up automatically.

You also won't be able to change the default search engine from Bing to anything else, so if you want to Google something you'll
have to navigate over to Google.com first.

The Windows 10 S operating system isn't the new standard. And although you won't have many options on a Windows 10 S
machine, you can always choose to buy a different type of PC instead.

So, it's not an apples-to-apples comparison, but it is interesting to see Microsoft launch a product that explicitly follows a strategy
similar to the one that could have led to the U.S. government breaking up Microsoft into smaller companies.




ITpoBepsieMbIii 00pa30BaTEIbHBIN pe3yabTaT (4 ceMecTp):

Kox n HanmeHoBaHMe OO0pa3oBaTenbHEIN Pe3yIbTaT
WHJIUKATOpa JOCTHKEHUS
KOMIETEHIIUU
VYK-4.3 [Ipumenser OOyuaroIMiicsl yMEeT: CTPOUTH JUATIOTHUECKHE BhICKA3bIBAHUSI © MOHOJIOTHUECKHE
COBPEMEHHBIE COOOIIEHHS Ha aKaJIeMUYECKUE TEMBI (10 COOTBETCTBYIOIINM pa3ieliaM JUCHHUILUIAHBI).

KOMMYHHKATHBHBIE TEXHOJIOTUH
JUISL aKaJIeMUYECKOTO
B3aUMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganne Ne 4.1. ColecenoBanne NPOBOIUTCS MO CJASAYIOIINM TeMaM:
— How the Internet works (ITpuaiuner pabotsl HTEpHETA)
— Communications and Networks (CucTembl CBSI3M 1 KOMMYHHKAIIHOHHbIE CETH)
- World Wide Web (Bcemupnas I[Tayruna)

IIpuMepsI BONPOCOB /1JIsi cO0ece10BAHUS:

At what age did you start surfing the Internet?

How many hours a day on average do you spend online?

Which company is your ISP?

Why did you choose this company? Are you satisfied with their service?

How much does it cost you?

Do you mostly access the Internet for fun or education?

What are some of the ways the Internet can be used for education?

How can the Internet help you learn English? Do you take advantage of this?

How can we stop students from "cutting and pasting" from the Internet when they do their assignments?

0. Many Universities are now offering online courses. Which form of education is better: traditional or distant? Give your
reasons.

11. Do you think that it is important for educational institutions to have Internet access? Why?

12. Do you think that teleworking is good or bad?

13.  What are some of the ways the Internet can be used for entertainment?
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VYK-4.3 [Ipumenser OOyuaronuiics BaJeeT: HaBbIKaMH YTE€HHsI, TOHUMAaHUsI U TIePEeBO/ia Ay TEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM S3bIKE; CIIOCOOEH M3BJIEeKaTh HEOOXOAMMYIO TEKCTOBYIO HH(OpMaIuio,
KOMMYHUKATHBHBIC TEXHOJIIOTUN | aHAIM3MPOBATH U 0000IIATH €€ B LEIX aKaJeMUYECKOT0 B3aUMOJCHCTBHS B YCTHOM U

JUTA aKaJIeMHUYIeCKOTO MTUCbMEHHOH (opmax.

B3aUMOACHCTBUS Ha

HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepol 3adanuti
3aganne Ne 4.2. IlepeBenute cienyrommuii TekcT 6e3 0opsl HA CJIOBAPb.
Exam Security

Algeria has turned off its Internet all over the country to stop students cheating in high school exams. Algeria's government said it
wanted to do something to stop students secretly going online during nationwide school tests. All Internet service was stopped for
an hour after the start of each of the exams. The government will shut the Internet down during the whole exam season, between
June 20 and June 25. In addition, all electronic devices with Internet access have been banned from the country's 2,000 exam
centers. Even teachers cannot take phones into the exam halls. There were many problems in 2016 when test questions were
leaked online both before and during exams.

Algeria's Education Minister Nouria Benghabrit told the Algerian newspaper Annahar that Facebook would also be blocked
across the country for the six days the exams were taking place. She said she did not like doing this but she could not do nothing
and give opportunities to students to cheat in tests. As an added security measure, metal detectors will be placed in all exam halls,
and security cameras and mobile-phone blockers have been set up at the printing companies where the exams are printed. Many
students thought the government was doing the right thing. Rania Salim, 16, said it wasn't fair that students who didn't study
could get help in exams by using their mobile phone to cheat.

3aganne Ne 4.3. BoinmoiHuTE 3aJaHUS HA MIOHUMAaHHE COAEP:KAHHUSA MPOYUTAHHOTO TEKCTA.

(a) True/ False

1. Algeria has turned off the Internet in high schools but not universities. T /F
Algeria's Internet is being cut off for 24 hours on exam days. T /F
Students can take smartphones into exam halls but must turn them off. T/F
Many exam questions were leaked online in 2016. T /F
Algeria's education minister has blocked Facebook for six days. T /F
The government has put metal detectors in all exam halls. T/F
The government has put security cameras in test-printing companies. T /F

8. A l6-year-old student disagreed with the government's actions. T /F
(b) Multiple choice quiz

1. What exams did the government want to stop people cheating in?

a) IELTS b) university entrance exams c) high school exams d) law exams

Nk v




2. How long will the Internet shut down for after each exam starts?
a) an hour b) 90 minutes c) 3 hours d) 12 hours
3. What did the education minister say would be blocked for six days?
a) school gates b) Facebook c) Twitter d) roads
4.  What will be put in all exam halls for extra security?
a) anti-cheating robots b) lasers c) guards d) metal detectors
5. Where has the government put security cameras?
a) student desks b) printing companies c¢) on school rooftops d) in libraries
(c¢) Discussion
1. Did you like reading this article? Why/not?
2. What do you think of when you hear the word 'security'?
3. What do you think about what you read?
4.  Would you report someone you saw cheating?
5. Should all exams have metal detectors and security cameras?
6. Where else should mobile phone blockers be installed?
7. What else could the government have done?
8. What advice do you have for cheating students?
9. Isthere a better way to assess students than exams?
10. What questions would you like to ask the education minister?

YK-4.4 [Ipumensier OO0y4JaroIHics yMeeT: CTPOUTh JTHAJIOTHYSCKUE BHICKA3bIBAHUS M MOHOJIOTHUCCKUE
COBpPEMCHHBIC coo0mIeHns Ha POGeCCHOHATIBHBIC TEMBI (10 COOTBETCTBYIOIIUM pa3zieiiaM JUCIUATUIAHBI).
KOMMYHHUKAaTHUBHBIC TEXHOJIOTUN
JUTS IPO()eCCHOHATBHOTO
B3aUMOJECHCTBHS HA
HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepwl 3adanuti

3aganne Ne 4.4. IloaroroBbTe yCTHOE COO0MICHUE UIH NMPE3EHTALIMIO HA CJIEAYIOIIHNe TeMb:
— How the Internet works
— Communications and Networks

- World Wide Web
VYK-4.4 [Tpumensier OOyyJaroluiics BIaaeeT: HAaBBIKAMU YTCHHUS, TOHUMAaHUS U MIEPEBOJIa Ay TCHTUYHBIX TEKCTOB
COBPEMEHHBIE HA MHOCTPAHHOM SI3BIKE, CTOCOOCH M3BIICKATh HEOOXOAUMYHO TEKCTOBYIO HH()OPMAIIHIO,
KOMMYHHKATHBHBIC TEXHOJOTHH | aHAJU3UPOBATh U 0000MIATh €¢ B LENIIX MPO(HECCHOHATBLHOTO B3aUMOICHCTBUS B YCTHOM U
JUTS IPO()eCCHOHATBHOTO MUCHbMEHHOU (hopMax.
B3aMOJCHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepwl 3adanuti
3ananne Ne 4.5. IlepeBeaure cJIeAyIOIYIO CTATBIO C OIIOPOIi HA C10BApPb.

Can the Internet Break From Overuse?
By: Nathan Chandler

The coronavirus pandemic (and its self-quarantine measures) is keeping adults and kids at home and on their computers and
smartphones for work, school or recreation, making unprecedented demands on the internet. In fact, Netflix and YouTube are
reducing streaming quality in Europe to prevent internet overload. The changes came after EU officials asked streaming services
and individual users to stop using high-definition video "to prevent the internet from breaking," as CNN put it on March 20. This
news has a lot of us asking: With so many people at home using huge amounts of data, could the internet suddenly just stop
working?

You can rest easy. Outright internet failure is possible but unlikely, say experts who observe technology and internet usage
around the world. Cyberattacks or the physical cutting of cables under the sea that carry enormous amounts of internet traffic are
more likely to disrupt the internet than too much activity.

"Nothing, including the internet, is invulnerable to overload. But the internet has an enormous amount of redundancy and backup
in its systems," says Paul Levinson, professor of communications and media studies at Fordham University. "This means that
although one app or system can go down, it's unlikely that the whole system will collapse. Also, given that the people who work
on the internet are used to working from home, many of them are already in place to work [this way], even in this time of crisis."
Ookla chief technology officer Luke Deryckx says the real concerns are not the internet infrastructure but rather the increased
numbers of end users all sharing the same WiFi system (such as family members). His company analyzes internet traffic patterns
and provides speed tests to people who want to understand how fast (or slow) their online connections really are.

[TpoBepsiembIit 00pa3oBaTEIBHBIN pe3yabTaT (5 cemecTp):



KOL[ 1 HAUMCHOBAHUC
HHAWKATOpa JOCTHKCHUA

O6pa3oBaTeNbHELT pe3yIbTaT

KOMIIETCHIINU
VK-4.3 [Ipumenser OOyyaromuiicst yMeeT: CTPOUTD AUAIOTHYECKHE BHICKA3bIBAHUS U MOHOJIOTHIECKUE
COBPEMEHHBIE cOOO0IIeHNS Ha aKaJIeMUIECKHE TEMBI (TT0 COOTBETCTBYIOIINM pa3iesiaM JUCIUIIINHBI).

KOMMYHUKATHBHbIE TEXHOJIOTHU
JUI aKaIEMUYECKOTo
B3alMOJEICTBUS HA
MHOCTpaHHOM(BIX) sI3bIKe(ax).

3aganue Ne 5.1. CobecegoBaHne MPOBOIUTCS MO CJAEAYIOIHMM TeMaM:
—  Cybersecurity (Kubepbe3omacHOCTS)
— Data protection (3ammra uadopMarwm)
— Hackers and Cyberattacks (Xakepsl 1 knoepataku)

IIpumeps1 BonpocoB AJist codece 0BAHUSA:

Is there a method to protect computer systems, networks, and data from cyber threats?
What questions does a lot of security boil down to?

Should access be given to the wrong people, but refused to the right people?

What method is used to differentiate between the right and wrong people?

How many types of authentication are there? Could you list these types?

What "what you know" authentication based on?

What can be done to prevent brute-force attacks?

What is "what you have" authentication based on?

9.  What is "what you are" authentication based on?

10.  What are classic examples of the third type of authentication?

11.  Which type of authentication is the easiest to implement?

12. Which type of authentication do you consider the most reliable one?

13.  Why do security experts suggest using multi-factor authentication for important accounts?

PRAN R WD =

VYK-4.3 [Ipumenser
COBPEMCHHBIE
KOMMYHHUKATHBHBIE TEXHOJIOTUH
IUTSL AKaJJeMHYECKOTO
B3aMMOJICHCTBHA Ha
MHOCTpaHHOM(BIX) sI3bIKe(aX).

OOyyJaroluiics BIaaceT: HAaBBIKAMHU YTCHHUS, TOHUMAHUS U MIEPEBOJIa Ay TCHTUYHBIX TEKCTOB
HAa MHOCTPAHHOM $I3BIKE; CIIOCOOCH M3BJIEKATh HEOOXOMMYIO TEKCTOBYIO HH(POPMAITHIO,
aHAJTM3UPOBATh U 0000IIATh €¢ B LENIAX aKaIEMHUYCCKOT0 B3aUMOJICHCTBHUS B YCTHOH U
MUCbMEHHOU (popMax.

Tpumepwl 3adanuti
3aganne Ne 5.2. IlepeBeuTe cieayromuii TekcT 6e3 0nopel Ha CJI0OBApPh.
Companies still fixing Heartbleed bug

Many companies are trying to make their websites safe from a new Internet bug called Heartbleed. It is like a hole in the security
of websites that hackers can use to get private information. The bug was in security software used by most Internet sites. Millions
of sites used the software after it became available on New Year's Eve, 2011. The bug was in it then but was only found last
week. The big sites, like Google, Yahoo, YouTube, Amazon, etc., quickly made a patch to fix the bug. However, many small
sites and thousands of apps are still at risk. It is still possible for hackers to access passwords and other confidential information.
Hackers already broke into Canada's tax system and stole 900 passwords.

Internet security experts say more than a third of people who use the Android Jelly Bean OS are still waiting for a patch. Google
has made all of its other services safe, such as Search, Gmail, YouTube and Play, but is working with its partners to create a fix
for Jelly Bean. BlackBerry is also working to release a patch to its users later this week. Meanwhile, the man who accidentally
created the bug spoke to reporters. He said: "I am responsible for the error because I wrote the code." He added: "Unfortunately,
this mistake also slipped through the review process and therefore made its way into the released version." He said it was a
"simple programming error".

3aganne Ne 5.3. BoinosiHuTe 32JaHUS HA IOHUMAaHHE COAEPKAHMS MPOYUTAHHOIO TEKCTA.

(a) Multiple Choice
1.  What did the article say HEARTBLEED was like?
a) a hurricane  b)ahole c¢)amonster d)a headache
2. What did many sites quickly make after HEARTBLEED had been identified?
a)money b)excuses c)apatch d)mistakes
3. Who is Google working with to create a patch?
a) the World Wide Web  b) the US Government
4.  When will BlackBerry's patch be available?
a) later this week  b) next month  ¢) tomorrow  d) when the manager comes back
5. Why does the man who created the bug say he is responsible?

c) Facebook d) its partners

a) he wrote the code
b) he did not report it

¢) he was the chief bug-spotter
d) he knew it would be a problem

6. What kind of mistake did the man say he made?

a) a huge one b) an unforgivable one

c) asimple one  d) the kind anyone could make




(b) Comprehension questions

What did the article say Heartbleed was like?

How many sites used the infected software?

In what year did Heartbleed appear?

What did many sites quickly make?

How many passwords did hackers steal?

How many Jelly Bean users are waiting for a patch?

Who is Google working with to create a patch?

When will BlackBerry's patch be available?

Why does the man who created the big say he is responsible?
10 What kind of mistake did the man say he made?

(¢) True/False

VXN U AW~

1. The Heartbleed bug is five years old. T/F

2. Hackers can use the bug to get private information from websites. T/F

3. Heartbleed first appeared on the Internet on New Year's Eve, 2011. T/F

4. Hackers stole 9,000 passwords from Britain's tax system. T/F

5. Over a third of Android users are waiting for a patch to fix the bug. T/F

6. Google said the bug is not a danger to all of its online services. T/F

7. BlackBerry has sent a patch to all of its users. T/F

8. The man whose mistake created the bug said it was not a simple error.  T/F
VK-4.4 Tlpumensiet OOyYAarOIIHIACS YMEET: CTPOUTH JHATOTUUIECKHE BHICKA3bIBAHHS I MOHOJIOTHUECKUE
COBPEMEHHBIE coobuieHus Ha mpodeccHoHaNbHbIC TeMbI (0 COOTBETCTBYIOIIMM pa3aeaM JUCIUILTHHBI).

KOMMYHHUKAaTHUBHBIC TEXHOJIOTUN
JUTS IPO()eCCHOHATBHOTO
B3aUMOJECHCTBHS Ha
HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepwl 3adanuti

3aganne Ne 5.4. IloaroroBbTe yCTHOE COO0IICHUE UIH NMPE3EHTALIMIO HA CJIEAYIOIIHNe TeMb:
—  Cybersecurity
— Data protection
— Hackers and Cyberattacks

VYK-4.4 [Ipumenser OOyuaronuiics BiaJieeT: HaBbIKaMH YTEHHsI, IOHUMAaHUsI U TIePEeBO/ia Ay TEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPAaHHOM S3bIKe, CIIOCOOCH M3BJIEKATh HEOOXOANMYIO TEKCTOBYIO HH(OPMAIIHIO,
KOMMYHUKAaTHBHBIC TEXHOJIIOTUH | aHAIM3UPOBATH X 0000IIaTh €€ B [ESIX NPOeCCHOHATBHOTO B3aMMO/ICHCTBHSA B YCTHOU H
IUTst TpoecCHOHATEHOTO MMCbMEHHOU (popmax.

B3aNMOJEHCTBUS Ha

HHOCTpaHHOM(BIX) sI3bIKe(ax).

Tpumepol 3adanuti
3ananue Ne 5.5. IlepeBequte cieqyouyo cTaTbio 6€3 ONOPHI HA CI0BAPb.
General Hacking Skills

When you build a house, you should have a strong base; it's the same if we are talking about hacking. You need a base in hacking
too so there are a few hacking skills that are basic skills and I am going to present them to you.

First of all, you should know how to program and if you don't know you should learn as fast as possible because that's in a
hacker's basic package. Programming is the main skill, if you are a beginner and you don't know what a computer language is
about, then start using Python. It's very good for beginners because everything in Python is so clear and it's very well
documented. I'd personally say it was designed 50% for beginners due to the simplicity you can work with. You can find helpful
tutorials at Python web site https://www.python.org/.

After learning some basic programming, you will progress and I recommend learning how to work with C, the core language of
UNIX. Furthermore, if you know to work with C, it would not be complicated to work with C++ because they are very close to
each other.

There are other programming languages that are important to hackers such as Perl or LISP. Perl is the best option if you love
practice work. Despite this, Perl is used a lot for system administration. LISP is harder to understand. But once you get it, you
will be very proud of yourself and experienced because it will definitely help you to be a better programmer.

Actually, only knowing the programming languages is not enough because you should exercise with yourself to think about
programming and solving the problems in a big way without a lot of time needed. Programming is not an easy skill so you have
to write and read codes and repeat them until you get a certain meaning.

HTML is the Web's markup language and it means Hypertext Markup Language. It's very important because you learn practically
how to build a web page from zero, and it's helping a lot if you are at the start of programming because it's codes will run your
mind. Writing in HTML definitely opens your horizons and makes you think even bigger than before. What I love about HTML
is that you are able to create anything, you can write, you can create images and forms as you like only by knowing the codes.

[TpoBepsiembIii 00pa3zoBaTEIbHBIN pe3yabTaT (6 ceMecTp):

| Kon n HanMeHoBanue O06pa3zoBaTeabHBINA Pe3yabTAT




HHAWKATOpa JOCTHKCHUA

KOMIIETCHIIUH
VYK-4.3 [Ipumenser OOyJarouiics yMeeT: CTPOUTh JHAJOTHYECKUE BEICKA3bIBAaHUS U MOHOJIOTHYECKUE
COBPEMCHHBIC COOOLICHHS Ha aKaJICMUYECKHE TEMBI (II0 COOTBETCTBYIOIINM Pa3zieliaM AUCLHUILINHEI).

KOMMYHHUKATHBHBIC TEXHOJIOTHUH
JUIA aKaJIeMU4eCKOro
B3aMMOJEHCTBHS Ha
MHOCTpaHHOM(BIX) sI3bIKe(axX).

Ipumepol 3a0anuii

3aganne Ne 6.1. CobecegoBaHie MPOBOIUTCS MO OHOM U3 CJIEIYIOIIHNX TeM:
—  Computer Basics: What is a Computer? (Uto Takoe komnbrorep?)
- Types of Computers: Computers for Personal Use. (KoMIbroTeps! 115 IEPCOHAIEHOTO UCIIOIb30BAHS)
-  Types of Computers: Computers for Organisations. (Kommberoteps! s 6m3Heca 1 paboThI)
- Computer Hardware: Internal Components. (Annapatsoe obecriedeHre: BHyTPEHHEE YCTPOICTBO KOMIIBIOTEPA)
—  Computer Peripherals: Input Devices. (Ilepudepust komnbioTepa: ycTpoHcTBa BBOJA)
— Computer Peripherals: Output Devices. (Ilepudepus kommnbroTepa: ycTpoicTBa BBIBOAA)
- Introduction to Computer Software. (IIporpammaOe obecnieueHre KOMITBIOTEPA)
-  System Software. (CucremHoe nporpaMMHOe 0OecriedeHue)
— Application Software. (IIpukinagHoe mporpaMMHOe oOecTrieueHne)
— How the Internet works. (ITpunimmner padotsr MaTepHeTa)
— Communications and Networks. (CucTeMbI CBsI31 U KOMMYHUKAIIHOHHBIE CETH)
- World Wide Web. (Bcemupras [Taytuna)
—  Cybersecurity. (Kubepoe3omnacHOCTb)
—  Data protection. (3amura uHpOpMAaIKn)
- Hackers and Cyberattacks. (Xakeps! u kubeparakm)
— Malware (BpenoHocHOe mporpaMMHOe 00ecIieueHue)

IIpruMepBI BONPOCOB /ISt coGece0BAHHUS:

1.  What is the most common way hackers get into computer systems?

2. What is social engineering?

3.  What is the most common type of a social engineering attack?

4. Is the fraudulent attempt to obtain sensitive information via email called phishing or pretexting?

5. The criminal calls the victim at home, claiming to be conducting a survey. What hacking technique does he use?

6. How do Trojans commonly penetrate into a computer system?

7. What is ransomware?

8. What is a brute force attack and how do modern systems defend against it?

9. Ifan attacker doesn't have physical access to a device, how can he hack it?

10. What kinds of hacking attacks are you aware of?
VYK-4.3 [Ipumenser OOyuaronuiicst Buajieer: HaBbIKaMH YTEHHs, TOHUMAHUsI U TIePEeBOJIa Ay TEHTHYHBIX TEKCTOB
COBPEMCHHBIC Ha UHOCTPaHHOM SI3BIKE; CIIOCOOCH U3BIICKATh HEOOXOIUMYIO TEKCTOBYIO HH(POPMALIHIO,
KOMMYHHKATHBHBIC TEXHOJIOTHH | aHAJIM3MPOBATh M 0000IIATE e¢ B IeIsIX aKaJIeMHYeCKOT0 B3aUMOICHCTBHS B yCTHOU H
TSl AKaJIEMHYECKOTO MUChMEHHOU (opmax.
B3aHMOJICHCTBHS Ha
MHOCTpaHHOM(BIX) sI3bIKe(axX).

Ipumepol 3a0anuii
3aganue Ne 6.2. [lepeBenuTe cieayromuii TekcT 0e3 0nopsl Ha CJIOBAPh.
Microsoft blames U.S. spy agency for WannaCry

The technology company Microsoft is angry with America's National Security Agency (NSA). Microsoft said the WannaCry
ransomware cyber-attack happened because the NSA keeps lots of cyber-weapons on its computers. Ransomware is a type of
harmful software that blocks access to a computer until the owner of the computer pays money (a ransom) to the hackers. The
NSA is America's military intelligence organization. It helps to keep America's communications and information systems safe. It
is also responsible for stopping cyber-attacks against the USA. However, experts say the WannaCry ransomware used computer
spying tools originally designed by the NSA.

Microsoft President Brad Smith said governments needed to wake up to the problem of storing cyber-weapons that hackers can
steal. He said it was as big a problem as someone stealing missiles from the USA. When talking about the WannaCry attack, he
said: "This attack provides yet another example of why the stockpiling of [these things] by governments is such a problem." The
European police agency Europol said WannaCry has affected 200,000 computers in 150 countries. In the UK, WannaCry caused
many problems with the work of Britain's National Health Service. Many operations were cancelled. Experts warned people to
back up their files because a second wave of attacks could come.

3aganne Ne 6.3. BoinmosiHuTe 3aJaHUS HA TIOHUMAaHHeE COAeP/KAHMSA MPOYUTAHHOIO TEKCTA.

(a) Multiple Choice
1. What does the NSA keep a lot of on its computers?




a) names b) cyber-weapons c) dust d) photos
2. What must people pay hackers to get access to their computers back?

a) a salary b) respect ¢) costs d) a ransom
3.  What does the NSA help to do to the USA's information systems?

a) update them b) systematise them c) keep them safe d) inform them
4. Who did experts say designed the spying tools used in WannaCry?

a) the military b) the FBI c) hackers d) the NSA
5. What did Brad Smith compare the stealing of cyber-weapons to?

a) stealing missiles b) storing ¢) stockpiling d) waking up
6. What was cancelled in Britain's National Health Service?

a) files b) operations ¢) back-ups d) holidays
7.  What did experts say there could be a second wave of?

a) attacks b) surfing ¢) warnings d) problems

(b) True / False

1. America's National Security Agency has cyber-weapons on its computers. T /F
2. Ransomware means people must pay hackers to access their files. T/F
3. The WannaCry hackers used spying tools first created by the NSA. T/F
4. Microsoft's president said governments needed to wake up. T/F
5. Brad Smith said governments storing cyber-weapons isn't dangerous. T/F
6. The WannaCry ransomware affected over 250,000 computers. T/F
7. Experts said the wave of attacks was now over. T/F

(c¢) Discussion

1. Did you like reading this article? Why/not?

2. What do you think of when you hear the word 'agency'?

3. What do you think about what you read?

4. How worried are you about cyber-attacks?

5. How much would you pay to get access to your computer files?

6. What damage can hackers do?

7. Are the hackers more intelligent than the computer security companies?
8. Can you live without a computer?
9.  What would happen if hackers stopped the Internet?
10. What questions would you like to ask the boss of the NSA?

VK-4.4. Ilpumenser OO0yyJaroIuiics yMeeT: CTPOUTh JHAJOTHYSCKUE BEICKA3bIBAHUS U MOHOJIOTHUCCKUE

COBpPEMEHHBIE coo01ieHust Ha Po(heCCHOHATBHBIE TEMBI (110 COOTBETCTBYIOIINM pa3jieliaM AUCIUIUINHBI).

KOMMYHHKATHBHBIC TEXHOJIOTHU
T IPO(eCCHOHATBHOTO
B3aUMOJICHCTBUSA Ha
HHOCTpaHHOM(BIX) SI3BIKe(aX).

Ipumepwl 3adanuti

3aganne Ne 6.4. IloaroToBbTE yCTHOE COOOIIEHNE WU NPE3EHTALIMIO HA CJIeAYIOIIHe TeMBbI.
— Computer Basics: What is a Computer?
- Types of Computers: Computers for Personal Use
— Types of Computers: Computers for Organisations
- Computer Hardware: Internal Components
— Computer Peripherals: Input Devices
— Computer Peripherals: Output Devices
— Introduction to Computer Software
—  System Software
— Application Software
— How the Internet works
— Communications and Networks
- World Wide Web.
—  Cybersecurity
— Data protection
— Hackers and Cyberattacks

- Malware
VK-4.4. Ilpumenser OOyuaronuiics BuaJeeT: HaBbIKaMH YTE€HHsI, IOHUMaHUsI U TIePEeBO/ia Ay TEHTHYHBIX TEKCTOB
COBpPEMEHHBIE Ha WHOCTPaHHOM S3bIKe, CIIOCOOCH U3BJIEKAaTh HEOOXOANMYIO TEKCTOBYIO HH(OPMAIIHIO,

KOMMYHUKAaTUBHBIC TEXHOJIOTMH AHAJIU3UPOBATh U 000011aTh €€ B LIEIAX HpO(beCCI/IOHaHBHOFO B3aUMOCHCTBUS B yCTHOﬁ n

JUTA PO eCCHOHATBHOTO MTUCbMEHHOH (opmax.
B3aHMOJICHCTBUS Ha
HHOCTpaHHOM(BIX) sI3bIKE(ax).

Tpumepol 3adanuti

3ananue Ne 6.5. IlepeBeaute ciieqy0UIyI0 CTATHIO € ONIOPOii HA CI0BAPb.




How to Avoid Spyware
By: Peter May

The brief history of personal computing is replete with advances in productivity, processing power and entertainment. From word
processing to e-mail to the World Wide Web, computer technology has forever changed the way we work and play. As with any
new technology, however, these advances have also provided new methods for criminals to separate us from our money. One of
those methods is spyware.

According to a number of sources, the first use of the term spyware occurred in a 1994 posting that made light of Microsoft's
business model. Later, the term was used to describe devices used for spying, such as small cameras and microphones. In 2000, a
press release from security software provider Zone Labs used the current meaning of spyware for the first time and it's been used
that way ever since.

Spyware is software that resides on a computer and sends information to its creator. That information may include surfing habits,
system details or, in its most dangerous form, passwords and login information for critical applications such as online banking.
Many spyware programs are more annoying than dangerous, serving up pop-up ads or gathering e-mail addresses for use in spam
campaigns. Even those programs, however, can cost you valuable time and computing resources.

Often, spyware comes along with a free software application, such as a game or a supposed productivity booster. Once it's
downloaded to your computer, the functional element of the software works exactly as promised, while the information-gathering
system sets up shop behind the scenes and begins feeding your personal data back to headquarters.

In many cases, the hidden activities of the software are clearly described in the end-user license agreement (EULA) that is
displayed during the installation process. This protects the developer from potential legal action because they can prove you knew
(or should have known) that the program included this functionality when you installed it. Most of us, however, don't read
EULASs because they are long, boring and written in hard-to-understand legalese. As further proof that there's a software
application for everything these days, you can now obtain software that will read EULAs for you and display a warning if
keywords or phrases indicate there's a spyware risk.

2.3. TlepedeHb BOMPOCOB IS MOATOTOBKH 00YUYAIOMIMXCSI K TPOMEXYTOYHOH aTTeCTAI[H
1 cemecmp
Jlekcuka:
— 0a3oBas jekcuka (115 nekcuueckux eIMHUIIL)
— TepMHUHOJOTHYECKas JIEKCHUKA M0 MPOQIITIO MOATOTOBKH (75 TEKCUYECKHUX €AMHHUII)
I'pammaruka:
— Tlopsaok clIOB B yTBEpAUTEIHHOM, BOIPOCUTEIEHOM U OTPULATEILHOM MPEATIOKCHHSIX.
— I'nmaromsi to be u to have. Ux oco6eHHOCTH 1 MHOTO(GYHKIIMOHATBHOCTD.
— OcobeHHOCTH TIepeBO/Ia MPEUIOKEHNHN ¢ KOHCTpYKIueH there +to be.
— Bupnospemennsie ¢popmsl rinarona (Simple, Continuous, Perfect) B neficTButensHOM 3aore.

2 cemecmp
Jlekcuka:
— 0OazoBas jgekcuka (200 JeKCHYeCKUX €TMHHII)
— TEPMHHOJOTUYECKAs JICKCUKA 10 PO(HITIO MOATOTOBKH (165 IeKCHYeCKUX eTUHUIT)
I'pammaruka:
— BugoBpemennsie ¢popmsl riaroina (Simple, Continuous, Perfect) B crpagarensHom 3aiore.
— Oco0eHHOCTH TIEPEeBOIa MPEAJIOKEHUIN B CTPAIATEILHOM 3aJI0Te.
— IlpaBuna npeoOpa3oBaHMsl IPEAJIOKEHUS U3 JEHCTBUTEIBHOTO 3aJI0Ta B CTPAJaTeNIbHbIN U HA000POT.
— Tumnbl BonpocUTeNbHBIX NpeanoxeHuid. [Iopsaok cia0B B 00IUX, aIbTEPHATUBHBIX, CIIELUAIBHBIX,
pa3aeTUTEIbHBIX BOPOCAX.

3 cemecmp
Jlekcuka:
— 0a3oBas Jekcuka (265 TeKCUUeCKUX €IMHUIIL)
— TEPMHHOJOTHYECKAs JICKCUKA 110 PO(HITIO MOArOTOBKH (220 JTEKCHYSCKUX STUHUIT)
I'pammaruka:
— CreneHu CpaBHEHHSI MPUIIATaTSIIbHBIX U HAPEUHIA.
— Mopnanshnbie rnaroasl should, must, can, may.
— Mogansabie KOHCTpYKIMH have to, be to, be able to, be allowed to.
— Gerund (I'epynauit). @yHKIUU repyHaus B npeanoxeHnd. OcoOeHHOCTH MepeBoaa repyHIus Ha
PYCCKUH SA3BIK.

4 cemecmp
Jlekcuka:



— 0a3oBas jgekcuka (315 JeKCHYeCKUX €TMHMII)

— TEpPMHUHOJOTMYECKas JIEKCUKA 10 MPOo(UiIIo moAroToBKH (270 JEeKCHYECKUX €IUHUIL)
I'pammaruka:

— Participle I (Ilpuuactue I).

— @opwmsl Participle I (Simple / Prefect).

— @ynkuuu Participle | B npeanioxxenun.

— IlpaBuna nepeBona Participle I Ha pycckuil sI3bIK.

— Participle II (Ilpugactue II).

— @ynknuu Participle 11 B mpenmosxxenum.

— IlpaBuna nepeBona Participle II Ha pycckwii s3bIK.

5 cemecmp

Jlekcuka:

— 0azoBas jekcuka (385 NeKCUYeCKHuX eIMHUII)

— TepMHUHOJOrHYecKas JIeKCHUKa 1o npoduio noarotroBku (300 ieKCHYECKUX eTMHULY)
I'pammaruka:

— Infinitive (MudunUTHB).

— @opwmel uabuHuTHBa (Active / Passive; Simple / Continuous / Perfect). Bare Infinitive.

— Oysknun nHGUHUTHBA B TipeutoskeHun. [IpaBria mepeBoia Ha PyCCKUH SI3BIK.

— CemaHTHYecKas pa3HHIIA B UCIIOJIb30BAaHUU TePYHANS U MHPUHUTHBA.

— HWudunutusnas xonctpykus Complex Subject.

— HWudunurusnas konctpykuus Complex Object.

— VuduHUTHBHAS KOHCTPYKIHS ¢ TIpeyioroMm for.

BOHpOCl)I K 3K3aMeEHy

Iepeuensv ycmuvix mem 015 cobecedo8anus.

What is a computer: Overview
Personal Computers

Business Computers

Internal Components of a Computer
Peripherals: Input Devices
Peripherals: Output Devices

What is Computer Software: Overview
System Software: Operating System
. Application Software

10. Cybersecurity and Data Protection
11. Hackers and Cyberattacks

12. Malware

OO N YW

3. MeToauveckne MaTepHaJIbl, ONpeessouue NpoueaIypy 1 KpUTepun OLeHUBAHNS
c¢opMHPOBAHHOCTH KOMIIETEHUM NPU NMPOBeAeHUN MPOMEKYTOYHOM aTTeCTAlMHU



Kpurepun ¢popMupoBaHusi OLIEHOK 110 0TBETaM HA BONPOCHI, BHIIOJHEHHIO TECTOBBIX 3aJaHUH

«OTJIMYHO/32a4TEH0» BBICTABISETCA OOY4YaIOLIEMYCsl, €CIM KOJUYECTBO IPAaBHJIBHBIX OTBETOB Ha
Borpockl coctaisieT 100 — 90% ot obmiero o0bEMa 3aJaHHBIX BOITPOCOB;

«Xopomio/3a4TeHo0» BBICTABISAETCS OOYyUYaIOIIEeMyCsl, €CJIM KOJUYECTBO MPAaBUJIBHBIX OTBETOB Ha
BOMPOCHl — 89 — 76% oT 001Iero 00bEMa 3aJaHHBIX BOIIPOCOB;

«Y10BJIETBOPHUTEJIHHO/32a4TE€H0» BBICTABISICTCS OOYYaIOMIEMYCS, €CIIM KOJUYECTBO IPABUIBHBIX
OTBETOB Ha TECTOBBIE BOMPOCH —75—60 % oT 061Iero o0bEMa 3aJaHHBIX BOIIPOCOB;

«HeynoBJieTBOPUTEIHLHO/HE 32UTEHO0» BBICTABISETCS 00YyYAIOIIEMYCsl, €CJIA KOINYECTBO MPABUIHHBIX
oTBeTOB — MeHee 60% oT 001Iero oobEMa 3aIaHHBIX BOIIPOCOB.

Kpurepun ¢popmMupoBaHusi OLEeHOK MO Pe3yJbTaTaM BbINOJHEHUS 3aJaHU

«OTINYHO/32a9TEH0» — CTABUTCS 3a pa0OTY, BBITIOJHEHHYIO ITOJTHOCTHIO 0€3 ONIMOOK U HEJIOYETOR.

«Xopo1110/3a4TeH0» — CTaBUTCA 32 padOTY, BHIIOJIHEHHYIO TOJHOCTHIO, HO TIPU HAJMYUU B HEel He Oosee
OJTHOW HErpyOoi OITMOKY U OJTHOTO HeJ04YeTa, He OoJiee TPEeX HEJ0UETOB.

«Y10BJIETBOPUTEILHO/3a4TEH0» — CTABUTCS 32 padOTy, eCiii 00yJarOIIUNACS MPAaBUIBLHO BBITIOTHIII HE
MeHee 2/3 Bcel paboThl WM JOMYCTUI He Oosiee OgHOM rpy0oil OIMMOKK M IBYX HEIOYETOB, HE OoJiee OJHOU
rpy0oii U omHOI HerpyOoii ommOku, He Oosiee Tpex HerpyObIX OUIMOOK, OJHOW HErpyOod OIIMOKH M JBYX
HEJI0YETOB.

«HeynoBjieTBOpUTEIHLHO/HE 3aYTEHO» — CTaBUTCH 3a pabOTy, €ClIM YHUCIO OIMUOOK W HEI0YETOB
MIPEBBICHIIO HOPMY JUTSI OIIEHKHU «YOBJICTBOPUTEIBHO» MU MPABUIHHO BBITIOJHEHO MeHee 2/3 Bcel paboThl.

Buowl owubok:

- epybvle OWUOKU. He3HAHUEe OCHOBHBLIX MNOHAMUL, NPABUN, HOPM, HE3HAHUE NPUEMO8 pelleHUs.
KOMMYHUKAMUBHBIX 3A0ay, OUWUOKU, NOKA3blealowjue HenpasuibHoe HNOHUMAHUE YCI08US NPeON0HCEHHO20
3A0aHUA.

- HecpyOvle OWUOKU. HEeMOYHOCMU DOPMYIUPOBOK, ONpedeNeHUll, HePAYUOHAIbHBIL 6b100p X00d
peutenist KOMMYHUKAMUBHBIX 3a0a.

- Hedouemvl. HEPAYUOHATbHbIE NPUEMbl BbINOJIHEHUS. 3A0AHUsl;, OMOENbHble NOSPeUHOCU 8
Gdopmynuposxe 6v160008,; HeOPeI’CHOE BbLINOIHEHUE 3A0AHUSL.

Kpurepun BbicTaB/ieHUsI 3a4eTa

«3a4TeHo» BBICTABISETCS OO0YyYalOUIeMyCs, €Clii OH JEMOHCTPUpPYET 3HAHHWE OCHOBHBIX pa3/IejioB
MporpaMMbl U3y4aeMOT0 Kypca; MpaBUIIbHO, apTYMEHTUPOBAHO OTBEYAET HA BCE BOMPOCHI, C MPUBEIACHUEM
MIPUMEPOB; BJa/IeeT JEKCUUECKUMH U TPaMMaTHYECKUMU CPEICTBAMU MHOCTPAHHOTO SI3bIKa I 0OecreyeHus
npo¢eCCHOHATIBLHOTO B3aUMOJICHCTBUS, TOMYCKasl JIUIb HE3HAUNTEIbHbIE OIIMOKH M HETOYHOCTH.

«He 3auyTeH0» BbHICTaBIAETCS OOydYarOIIEMyCsl, €CIM OH JEMOHCTPUPYET (parMeHTapHbIe 3HAHUS
OCHOBHBIX Pa3/IeloB MPOrpPaMMbl U3y4a€MOI'0 Kypca; y HEro UMEIOTCS 3aTPyIHEHHS B U3JI0KEHUU MaTepHaa;
IIPU OTBETAaX Ha BOIMPOCHI IOMYCKAeT rpyOble TpaMMaTHYeCKe OIMOKY U HE3HAHHE TEPMHUHOIOTHH.

Kputepuu popmMupoBaHus olleHOK N0 IK3aMeHY

«OTIMYHO» — CTYJEHT NpHOOpen HeoOXOIUMBbIE YMEHHS M HAaBBIKH, IPOJEMOHCTPUPOBAT HAaBBIK
IPAaKTUYECKOTr0 MPUMEHEHUS MOJIyYE€HHBIX 3HaHUH, HE IOIyCTHUII IOTHYECKUX U (PaKTHUECKUX OLIMOOK

«Xopomo» — CTyIeHT NpHoOpen HeoOXOAWMBbIE YMEHHUS M HaBbIKH, IMPOJEMOHCTPHPOBAN HAaBBIK
NPaKTUYECKOTr0 MPUMEHEHUS MOJIyYE€HHBIX 3HaHUH; TOMyCTUI HE3HAYUTEIbHbIE OIINOKH U HETOYHOCTH.

«Y10BJIETBOPUTEIBHO» — CTYICHT JIOIYCTUJ CYILIECTBEHHbIE OIIUOKH.

«HeynoBJ1eTBOPUTEJIBHO» — CTYICHT JIEMOHCTPUPYET (pparMeHTapHble 3HAHUS M3Y4aeMOro Kypca;
OTCYTCTBYIOT HEOOXO/AUMbIE YMEHUS U HAaBBIKH, JOMYIICHbI IPyOble OINOKH.



